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หนึ่งในสำ�นักบริหารภายใต้สำ�นักงานมหาวิทยาลัย  มี
บทบาทหน้าที่รับผิดชอบต่อการดูแลและพัฒนางาน
ด้านโครงสร้างพ้ืนฐานเทคโนโลยีสารสนเทศ  ด้าน
ระบบเทคโนโลยีสารสนเทศ  และด้านบริการเทคโนโลยี
สารสนเทศ  รองรับการใช้งานในด้านดังกล่าวให้กับ
มหาวิทยาลัย

รวบรวมข้อมูลสถิติที่สำ�คัญและสรุปผลการดำ�เนินงาน
ของสำ�นักบริหารเทคโนโลยีสารสนเทศ  รวมถึงบันทึก
กิจกรรมที่สำ�คัญต่าง  ๆ  ที่เกิดข้ึนในรอบปีที่ผ่านมา 
เพ่ือเป็นประโยชน์ต่อการพัฒนาสำ�นักบริหารเทคโนโลยี
สารสนเทศต่อไปในอนาคต

บริหารเทคโนโลยีสารสนเทศ  
จุฬาลงกรณ์มหาวิทยาลัย  เป็น

ง า น ป ร ะ จำ � ปี ฉ บั บ นี้  
จัดทำ� ข้ึนเ พ่ือเป็นการสำ�นัก รายงาน

วัตถุประสงค์

เพื่อแสดงสถานภาพปัจจุบันของสำ�นักบริหารเทคโนโลยีสารสนเทศในด้านบุคลากร ด้านโครงสร้าง ฯลฯ

เพื่อรายงานผลการดำ�เนินงานของสำ�นักบริหารเทคโนโลยีสารสนเทศ ที่เกิดขึ้นในรอบปีงบประมาณ 2568

เพื่อเป็นแหล่งข้อมูลที่นำ�ไปสู่การรายงานผลการดำ�เนินงานในภาพรวมของมหาวิทยาลัยต่อไป

เพื่อรายงานข้อมูลที่สำ�คัญจากการดำ�เนินกิจกรรมของสำ�นักบริหารเทคโนโลยีสารสนเทศ

บทนำ�
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บทสรุปผู้บริหาร

จึงมีความมุ่งมั่นในการพัฒนาและยกระดับศักยภาพด้านดิจิทัลของมหาวิทยาลัย
ในระยะยาว  โดยในปี  2568  ที่ผ่านมา  สำ�นักฯ  ได้ดำ�เนินภารกิจสำ�คัญที่เป็น
รากฐานของการพัฒนาสู่มหาวิทยาลัยดิจิทัลอย่างต่อเนื่อง

การพัฒนาและสนับสนุนการใช้ระบบลายมือช่ืออิเล็กทรอนิกส์  (Digital  
Signature)  ที่สอดคล้องกับแนวทางการใช้ เอกสารอิ เล็กทรอนิกส์ใน 
มหาวิทยาลัย  ส่งเสริมการใช้งานระบบ  Multi-Factor  Authentication  ผ่าน 
เครื่องมือที่ปลอดภัยและทันสมัย  ได้แก่  ThaID  และ  Google  Authenticator  
เ พ่ือ เ พ่ิมความมั่ น ใจในการยืนยันตั วตนของบุคลากรและนิ สิต   ด้าน
ความมั่นคงปลอดภัยไซเบอร์   ก็ ไ ด้จัดทำ� ข้อ เสนอแนะมาตรฐานด้าน 
ความมั่นคงปลอดภัยสารสนเทศ  ซึ่ ง เ ป็นเครื่ องมือสำ �คัญที่ สนับสนุน 
หน่วยงานในการประเมินความเส่ียง  วางมาตรการป้องกัน  และเตรียมความ
พร้อมต่อภัยคุกคามทางไซเบอร์ได้อย่างเป็นระบบ  ในขณะเดียวกันสำ�นักฯ  ยัง
ได้ศึกษาและริเริ่มการนำ�เทคโนโลยีปัญญาประดิษฐ์  (AI)  มาประยุกต์ใช้กับ 
กระบวนการวิเคราะห์ข้อมูลบริการ  เพ่ือเพ่ิมประสิทธิภาพการจัดการปัญหาและ
พัฒนาบริการดิจิทัลที่ตอบโจทย์การใช้งานอย่างยั่งยืน

“Synergetic  Digital  Technology”  ที่มุ่งเน้นการเช่ือมโยงการทำ�งาน 
ร่วมกันของทุกภาคส่วนผ่านเทคโนโลยีดิจิทัล  โดยมีเป้าประสงค์สำ�คัญ  
ได้แก่  การพัฒนาโครงสร้างพ้ืนฐาน  Hybrid  Multi-Cloud  การเสริม 
สร้ า ง ระบบนิ เ วศ ด้านความมั่ นคงปลอดภั ย ไซ เบอร์   การ ขับ เคลื่ อน
บริการด้วยเทคโนโลยีดิจิทัลและเทคโนโลยีปัญญาประดิษฐ์   (AI)  และ 
การยกระดับทักษะกำ�ลังคนดิจิทัลของมหาวิทยาลัยอย่างยั่งยืน  รวมทั้งจะ
มุ่งมั่นพัฒนางานให้ก้าวทันการเปลี่ยนแปลง  พร้อมสร้างคุณค่าใหม่ให้กับ 
จุฬาลงกรณ์มหาวิทยาลัยในทุกมิติ

รุ่งโรจน์ กิตติถาวรกุล
ผู้อำ�นวยการสำ�นักบริหารเทคโนโลยีสารสนเทศ 

จุฬาลงกรณ์มหาวิทยาลัย

ใน

สำ�นักฯ

สำ�นัก

ได้ให้ความสำ�คัญกับการส่งเสริมการใช้เทคโนโลยี 
ดิจิทัลเพ่ือเพ่ิมประสิทธิภาพการปฏิบัติงาน  อาทิ

ยุคที่เทคโนโลยีดิจิทัลเข้ามามีบทบาทสำ�คัญอย่างยิ่งต่อการขับเคลื่อน      
ภารกิจของมหาวิทยาลัยในทุกมิติ  สำ�นักบริหารเทคโนโลยีสารสนเทศ

บริหารเทคโนโลยีสารสนเทศ  จะยังคงเดินหน้าตาม
แผนปฏิบัติการด้านเทคโนโลยีดิจิทัลภายใต้แนวคิด
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"Synergetic Digital Technology"
เป็นผู้นำ�ในการสร้างสภาพแวดล้อมด้านเทคโนโลยีดิจิทัล

ที่เชื่อมโยงการทำ�งานร่วมกันอย่างมีประสิทธิภาพ เพื่อขับเคลื่อน
และสร้างผลลัพธ์ที่เป็นเลิศแก่จุฬาลงกรณ์มหาวิทยาลัยอย่างยั่งยืน

	 เราจะทำ�ให้เทคโนโลยีดิจิทัลกลายเป็นฟันเฟืองสำ�คัญ  ที่จะสร้างความเช่ือมโยงและการทำ�งานร่วมกันอย่างมี
ประสิทธิภาพในทุกภาคส่วน ด้วยความเข้าใจอย่างถ่องแท้ถึงความต้องการของผู้ใช้บริการ และความเปลี่ยนแปลงในบริบท
ของมหาวิทยาลัย

	 รวมทั้ง  จะมุ่งมั่นสนับสนุนการพัฒนาระบบเทคโนโลยีดิจิทัลและนวัตกรรมที่ทันสมัย  เพ่ือทำ�ให้ทุกภาคส่วน
ของมหาวิทยาลัยพัฒนาข้ึนเป็นระบบที่แข็งแกร่งและมีประสิทธิภาพสูง  โดยยึดมั่นในแนวทางที่เน้นความเช่ือมโยงและ 
การทำ�งานร่วมกันอย่างมีประสิทธิภาพ ด้วยการขับเคลื่อนของเทคโนโลยีดิจิทัล

พัฒนาและปรับปรุงโครงสร้างพ้ืนฐานเทคโนโลยีสารสนเทศให้มีความทันสมัย  มีเสถียรภาพ  และสามารถเช่ือมโยง
การทำ�งานร่วมกันอย่างมีประสิทธิภาพ

ยกระดับขีดความสามารถและศักยภาพการรักษาความมั่นคงปลอดภัยด้านไซเบอร์  ด้วยแนวทางการบูรณาการและ
เสริมสร้างเกราะป้องกันโดยทุกภาคส่วนของมหาวิทยาลัย

บริหารจัดการข้อมูลสารสนเทศของมหาวิทยาลัยให้เกิดการบูรณาการและใช้ประโยชน์ร่วมกัน  เพ่ือขับเคลื่อน 
การดำ�เนินงานของมหาวิทยาลัยด้วยข้อมูลที่มีความถูกต้อง  มีความสอดคล้อง  มีคุณภาพสูง  และสามารถตอบ
สนองการดำ�เนินงานได้ในทุกมิติ

ให้คำ�ปรึกษาอย่างมืออาชีพ  พร้อมทั้งพัฒนาระบบเทคโนโลยีสารสนเทศและสนับสนุนการใช้ระบบเทคโนโลยี
สารสนเทศอย่างมีประสิทธิภาพ เพื่อสร้างผลลัพธ์ที่เป็นเลิศแก่มหาวิทยาลัย

มุ่งเน้นการให้บริการที่นำ�เสนอประสบการณ์ที่ดี  ตอบสนองการดำ�เนินงานอย่างทันท่วงที  และเช่ือมโยงทุกช่องทาง
บริการเข้าด้วยกันอย่างมีประสิทธิภาพ

ส่งเสริมการเรียนรู้และพัฒนาทักษะด้านเทคโนโลยีดิจิทัลแก่บุคลากรและนิสิต  เพ่ือให้ทุกคนมีความพร้อมใน 
การดำ�เนินงานและใช้งานเทคโนโลยีดิจิทัลอย่างเข้าใจ ปลอดภัย และมีประสิทธิภาพ

วิสัยทัศน์

พันธกิจของหน่วยงาน

บทที่ 1 
ข้อมูลพื้นฐาน
ของสำ�นักบริหารเทคโนโลยีสารสนเทศ
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การแบ่งส่วนงานและการบริหารงาน
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ฝ่ายโครงสร้างพื้นฐานเทคโนโลยีสารสนเทศ

บริหารจัดการ  บํารุงรักษา  และติดตั้งอุปกรณ์เครือข่าย  ระบบสายสัญญาณ  การเช่ือมต่อภายใน
มหาวิทยาลัย  และการเช่ือมต่อสู่ภายนอกมหาวิทยาลัย  รวมทั้งระบบเครือข่ายไร้สาย  ให้สามารถให้
บริการได้อย่างต่อเนื่อง

บริหารจัดการ  และบํารุงรักษา  ศูนย์ ข้อมูล  (Data  Center)  ให้สามารถให้บริการได้อย่าง 
ต่อเนื่อง  และดําเนินการที่เก่ียวข้องกับการรักษาความมั่นคงปลอดภัยของศูนย์ข้อมูล  เพ่ือให้คงไว้ 
ซึ่งคุณภาพและมาตรฐานการให้บริการที่ดีอย่างต่อเนื่อง

รับผิดชอบเก่ียวกับการบริหารจัดการ  และการบํารุงรักษา  ระบบบริการพ้ืนฐาน  อาทิ  ระบบจดหมาย
อิเล็กทรอนิกส์ ระบบ Directory Service ระบบ Cloud ระบบสํารองข้อมูล และระบบเครื่องคอมพิวเตอร์
แม่ข่าย สนับสนุนบริการพื้นฐานต่าง ๆ  ให้สามารถให้บริการได้อย่างต่อเนื่อง

โครงสร้างพื้นฐานเครือข่ายคอมพิวเตอร์และระบบสนับสนุน (Systems and Network Infrastructure)

กลุ่มภารกิจ

ภารกิจและหน้าที่รับผิดชอบ

01
02
03
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ฝ่ายระบบเทคโนโลยีสารสนเทศ

บริหารจัดการระบบเทคโนโลยีสารสนเทศ  ให้มีการออกแบบและพัฒนาไปในแนวทางที่กําหนด  เพ่ือ
ให้ระบบเทคโนโลยีสารสนเทศสามารถทํางานได้อย่างเต็มประสิทธิภาพ  มีความมั่นคงปลอดภัย 
สอดคล้องกับทิศทางของเทคโนโลยี  รวมท้ังกําหนดตัวช้ีวัด  เพ่ือให้สามารถติดตามวัดผลประสิทธิภาพ 
การทํางานของระบบได้

บริหารจัดการความต้องการระบบเทคโนโลยีสารสนเทศของผู้ใช้งาน  โดยการรวบรวม  วิเคราะห์  และ
จัดทําเอกสารความต้องการ  เพ่ือนําไปสู่กระบวนการพัฒนาระบบเทคโนโลยีสารสนเทศ  ให้มีความ 
ถูกต้อง ครบถ้วน และตรงตามความต้องการของผู้ใช้งาน

การบริหารจัดการระบบฐานข้อมูลสารสนเทศ  ให้มีการออกแบบและพัฒนาไปในแนวทางที่กําหนด 
สอดคล้องกับทิศทางของเทคโนโลยีด้านระบบฐานข้อมูล  รวมทั้งบริหารข้อมูลให้มีความถูกต้อง  
ครบถ้วน  ปลอดภัย และสามารถตอบสนองความต้องการของผู้ใช้  เพื่อการวิเคราะห์  การวางแผน  และ
การตัดสินใจได้อย่างทันเวลา

บริหารจัดการ  ดูแล  และสนับสนุน  การให้บริการระบบเทคโนโลยีสารสนเทศให้เป็นไปด้วยความ 
ราบรื่น  รวมทั้งติดตาม/ประสานงาน/แก้ไข ในกรณีเกิดปัญหา เพื่อให้ระบบเทคโนโลยีสารสนเทศสามารถ
ให้บริการได้อย่างต่อเนื่อง  ตอบสนองความต้องการต่อผู้ใช้บริการ  และสร้างความพึงพอใจให้ผู้ใช้บริการ
สูงสุด

สถาปัตยกรรมระบบ และระบบฐานข้อมูล (Solution and Data Architecture)

วิเคราะห์ความต้องการทางธุรกิจ และสนับสนุนการใช้งานระบบ (Business Analysis and Production Support)

กลุ่มภารกิจ

กลุ่มภารกิจ

ภารกิจและหน้าที่รับผิดชอบ

ภารกิจและหน้าที่รับผิดชอบ

01

01

02

02
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ฝ่ายบริการเทคโนโลยีสารสนเทศ

บริิการช่่วยเหลืือด้้านไอทีี
         บริิการช่่วยเหลืือ ให้้คํําแนะนํํา และแก้้ไขปััญหาบริิการด้้านเทคโนโลยีีสารสนเทศ 
         ประชาสััมพัันธ์์ และการผลิิตสื่่�ออิิเล็็กทรอนิิกส์์ด้้านเทคโนโลยีีสารสนเทศ

บริิการศููนย์์คอมพิิวเตอร์์
         ให้้บริิการห้้องฝึึกอบรมคอมพิิวเตอร์์ 
         ให้้บริิการศููนย์์การเรีียนรู้้�ด้้วยตนเอง สํําหรัับนิิสิิตและบุุคลากร
         จััดทํําคู่่�มืือ และฝึึกอบรมด้้านเทคโนโลยีีสารสนเทศ

บริิการดููแลเครื่่�องคอมพิิวเตอร์์
         ให้้บริิการตรวจสอบสภาพ การซ่่อม การบํํารุุงรัักษา และการติิดตั้้�งเครื่่�องคอมพิิวเตอร์์ 
         ทั้้�งในส่่วนของฮาร์์ดแวร์์และซอฟต์์แวร์์

ช่วยเหลือและบริการด้านไอที (IT Service and Support)

กลุ่มภารกิจ

ภารกิจและหน้าที่รับผิดชอบ

01
02

03
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กิจกรรมที่รายงานตรงต่อผู้อำ�นวยการ
สำ�นักบริหารเทคโนโลยีสารสนเทศ

รัับผิิดชอบเกี่่�ยวกัับภารกิิจด้้านความมั่่�นคงปลอดภััยระบบเทคโนโลยีีสารสนเทศ ดัังนี้้�
         เฝ้้าระวัังเหตุุการณ์์ด้้านความมั่่�นคงปลอดภััยระบบเทคโนโลยีีสารสนเทศของมหาวิิทยาลััย
         ประสานงาน และติิดตามเหตุุการณ์์ ด้้านความมั่่�นคงปลอดภััยระบบเทคโนโลยีีสารสนเทศของมหาวิิทยาลััย
         ประสานงาน และจััดทํําหนัังสืือชี้้�แจงหน่่วยงานกรณีีทํําผิิดพระราชบััญญััติิว่่าด้้วยการกระทํําความผิิดเกี่่�ยวกัับ
         คอมพิิวเตอร์์ พ.ศ. 2550 และพระราชบััญญััติิลิิขสิิทธิ์์�
         จััดทํํารายงานเหตุุการณ์์ด้้านความมั่่�นคงปลอดภััยระบบเทคโนโลยีีสารสนเทศ
         ให้้คํําแนะนํําเบื้้�องต้้น เพื่่�อแก้้ไขเหตุุการณ์์ด้้านความมั่่�นคงปลอดภััยระบบเทคโนโลยีีสารสนเทศ
         กํําหนดค่่าของอุุปกรณ์์ที่่�เกี่่�ยวข้้องกัับความมั่่�นคงปลอดภััยระบบเทคโนโลยีีสารสนเทศ

รวบรวมข้้อมููล วิิเคราะห์์ข้้อมููล สรุุปผล และจััดทํํารายงานผลการให้้บริิการ เหตุุขััดข้้องและปััญหาด้้าน
เทคโนโลยีีสารสนเทศ รายงานต่่อผู้้�อํํานวยการสํํานัักฯ และผู้้�อํํานวยการฝ่่าย อย่่างสม่ำำ��เสมอ
ให้้ข้้อเสนอแนะและข้้อมููลที่่�เป็็นประโยชน์์ เพื่่�อให้้ผู้้�เกี่่�ยวข้้องสามารถนํําไปปรัับปรุุงการให้้บริิการ
และแก้้ไขเหตุุขััดข้้อง/ปััญหาต่่าง ๆ  ให้้อยู่่�ในระดัับมาตรฐานที่่�ดีีอย่่างต่่อเนื่่�อง
รวบรวมปััญหาและคํําถามที่่�เกิิดขึ้้�นบ่่อย ๆ  จากผู้้�ใช้้บริิการ เพื่่�อรวบรวมเป็็นฐานข้้อมููล สํําหรัับคํําถาม/คํําตอบ และ
ฐานข้้อมููลเกี่่�ยวกัับบริิการต่่าง ๆ  สํําหรัับให้้ผู้้�ใช้้บริิการสามารถสอบถามและค้้นหาข้้อมููลต่่าง ๆ  ได้้ด้้วยตนเอง
จััดเตรีียมบทความ ข่่าวสาร และสาระความรู้้�ต่่าง ๆ  ที่่�เกี่่�ยวข้้องกัับเทคโนโลยีีสารสนเทศ และมีีประโยชน์์
ต่่อประชาคมจุุฬาฯ เพื่่�อจััดทํําเป็็นองค์์ความรู้้�บรรจุุเข้้าไว้้ในระบบ IT Knowledge Management 
สํําหรัับเป็็นอีีกหนึ่่�งช่่องทางในการสื่่�อสารและให้้ความรู้้�ด้้านเทคโนโลยีีสารสนเทศแก่่ประชาคมจุุฬาฯ

งานด้านความมั่นคงปลอดภัยระบบเทคโนโลยีสารสนเทศ (IT Security Response)

งานด้านประกันคุณภาพการบริการเทคโนโลยีสารสนเทศ (IT Quality Assurance)

กลุ่มภารกิจ

กลุ่มภารกิจ

ภารกิจและหน้าที่รับผิดชอบ

ภารกิจและหน้าที่รับผิดชอบ

01
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บริการของสำ�นักบริหารเทคโนโลยีสารสนเทศ 
ที่ให้บริการในมหาวิทยาลัย
บริการด้านระบบเครือข่ายและโครงสร้างพื้นฐาน

บริการด้านแอปพลิเคชัน

เครือข่ายไร้สาย (WiFi)

ระบบ CU-LessPaper

บริการตรวจสอบชื่อผู้ใช้และรหัสผ่านสําหรับระบบงาน (Authentication Service)

ทดสอบความเร็วเครือข่าย (Speed Test)

อีเมลนิสิต (Student E-Mail)

บริการบัญชีรายชื่อแบบชั่วคราวสําหรับบุคคลภายนอก (Guest Accounts Service)

บริการลงลายมือชื่ออิเล็กทรอนิกส์ (e-Signature Service)

บริการชุดข้อมูลบนระบบฐานข้อมูลกลาง Data Gateway

ระบบเครื่องแม่ข่ายเสมือน (Virtual Machine Service)

บริการ VPN

อีเมลกลุ่ม (Group E-Mail)

ระบบ Chula Dashboard

ระบบบริหารจัดการบัญชีผู้ใช้ (Account Portal)

บริการรับฝากเครื่องแม่ข่าย (Co-Location)

อีเมลบุคลากร (Staff E-Mail)

บริการบัญชีผู้ใช้งาน CUNET Account (CUNET Account Service)

บริการยืนยันตัวตนผ่าน ThaID สำ�หรับ Application

Generative AI : ChulaGENIE

บริการยืนยันตัวตนผ่าน Google Authenticator สำ�หรับ Application

ระบบ CU Portal

บริการ Single Sign On (SSO) สำ�หรับ Application
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บริการของสำ�นักบริหารเทคโนโลยีสารสนเทศ 
ที่ให้บริการในมหาวิทยาลัย
บริการด้านซอฟต์แวร์

บริการอื่น ๆ 

ชุดโปรแกรม Microsoft 365

บริการดูแลเครื่องคอมพิวเตอร์และอุปกรณ์ด้านไอที (IT Support Services)

ชุดโปรแกรม Google Workspace

โปรแกรม Microsoft Office

โปรแกรม MATLAB

โปรแกรมป้องกันมัลแวร์ TrendMicro (TrendMicro Antivirus)

บริการห้องอบรมคอมพิวเตอร์ (Computer Training Room)

โปรแกรมประชุมทางไกล Zoom Workplace

โปรแกรม Microsoft Windows

ชุดโปรแกรม Adobe Creative Cloud

บริการศูนย์การเรียนรู้ด้วยตนเอง (Self-Access Learning Center)

ระบบยืมใช้งานซอฟต์แวร์ (License Portal)

โปรแกรม SPSS

โปรแกรม Foxit สำ�หรับแก้ไขไฟล์ PDF (Foxit PDF Editor)

บริการตอบปัญหา ให้คำ�แนะนำ�เบื้องต้น (Service Desk)
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ผู้บริหารและเจ้าหน้าที่ สำ�นักบริหารเทคโนโลยีสารสนเทศ
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เจ้าหน้าที่ฝ่ายโครงสร้างพื้นฐานเทคโนโลยีสารสนเทศ
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เจ้าหน้าที่ฝ่ายระบบเทคโนโลยีสารสนเทศ
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เจ้าหน้าที่ฝ่ายบริการเทคโนโลยีสารสนเทศ
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เจ้าหน้าที่ด้านความมั่นคงปลอดภัยระบบเทคโนโลยีสารสนเทศ

เจ้าหน้าที่ด้านประกันคุณภาพการบริการเทคโนโลยีสารสนเทศ
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เจ้าหน้าที่ด้านธุรการ



แผนยุทธศาสตร์ ด้านเทคโนโลยีสารสนเทศ  พ.ศ. 
2567  -  2571  จึงได้จัดทำ�ข้ึนโดยการศึกษาข้อมูล  รวบรวม
ข้อมูล  และวิเคราะห์ข้อมูลจากแนวทางการพัฒนาเทคโนโลยี
ดิจิทัลทั้ งในประเทศและต่างประเทศ  รวมทั้ งแนวทาง 
ขับเคลื่อนมหาวิทยาลัยและความท้าทายของจุฬาลงกรณ์
มหาวิทยาลัย ดังนี้

•	 Gartner Identifies the Top 10 Strategic Technology 
Trends for 2024

•	 Gartner Top Technology Invesments and Objectives 
for Higher Education 2024

•	 ยุทธศาสตร์ชาติระยะ 20 ปี (พ.ศ. 2561 - 2580)
•	 แผนพัฒนาเศรษฐกิจและสังคมแห่งชาติ  ฉบับที่   13 

(พ.ศ. 2566 - 2570)
•	 นโยบายและแผนระดับชาติว่าด้วยการพัฒนาดิจิทัลเพ่ือ

เศรษฐกิจและสังคม (พ.ศ. 2561 - 2580)
•	 เเผนพัฒนารัฐบาลดิจิทัลของประเทศไทย  พ.ศ.  2566  – 

2570
•	 แผนการศึกษาแห่งชาติ พ.ศ. 2560 – 2579
•	 ก รอบน โยบายและยุ ท ธศาสตร์   ก า รอุ ดมศึ กษา 

วิทยาศาสตร์ วิจัย และนวัตกรรม พ.ศ. 2566 – 2570
•	 แผนยุทธศาสตร์จุฬาลงกรณ์มหาวิทยาลัย  พ.ศ.  2567 – 

2571
•	 ประเด็นปัญหาและความท้าทาย ภายใต้บริบทจุฬาลงกรณ์

มหาวิทยาลัย

15

สำ�นักบริหารเทคโนโลยีสารสนเทศ 
จุ ฬาลงกรณ์มหา วิทยาลั ย   เ ป็นหนึ่ ง
ในสำ�นักบริหารที่อยู่ภายใต้สำ�นักงาน
มหา วิทยาลัย   โดยมีภาร กิจหน้ าที่ ใน
การพัฒนาโครงสร้างพ้ืนฐานเทคโนโลยี
สารสนเทศ  ระบบเทคโนโลยีสารสนเทศ 
และการให้บริการเทคโนโลยีสารสนเทศ 
เพ่ือขับเคลื่อนและสนับสนุนด้านการเรียน
การสอน  การวิจัย  การบริหารจัดการ 
และกิจกรรมการดำ�เนินงานต่าง  ๆ  ให้กับ
จุฬาลงกรณ์มหาวิทยาลัย

การ เปลี่ ยนแปลงอย่ า ง รวด เ ร็ ว
ของเทคโนโลยี ดิจิทัล  ผนวกกับความ
พยายามในการปรับตัวและเพ่ิมขีดความ
สามารถในการดำ�เนินงานในมิติต่าง  ๆ 
ของมหาวิทยาลัย  จำ�เป็นจะต้องมีการ
กำ�หนดแผนยุทธศาสตร์ด้านเทคโนโลยี
ดิจิทัลที่ชัดเจนและสอดคล้องกับทิศทาง
เทคโนโลยีของโลก  นโยบายการขับเคลื่อน
ด้านเทคโนโลยีดิจิทัลของประเทศ  และ
ความเป็นไปตามบริบทของจุฬาลงกรณ์
มหาวิทยาลัย

บทที่ 2 
นโยบายและแผนยุทธศาสตร์
ของสำ�นักบริหารเทคโนโลยีสารสนเทศ

ความเป็นมา
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แผนยุทธศาสตร์ด้านเทคโนโลยีสารสนเทศ พ.ศ. 2567 - 2571

 ยุทธศาสตร์ที่ 4 ยกระดับแพลตฟอร์มด้านข้อมูล ให้สามารถใช้ประโยชน์และขับเคลื่อนการดำ�เนินงานในทุกมิติ
ของมหาวิทยาลัยอย่างมีคุณภาพ และมีความปลอดภัย

One Data One Platform

Continuous Threat Exposure 
Management 24/7

 ยุทธศาสตร์ที่ 2 ยกระดับขีดความสามารถด้านความมั่นคงปลอดภัยไซเบอร์และการปกป้องข้อมูล 
โดยมุ่งเน้นการเสริมสร้างเกราะป้องกันให้ทุกภาคส่วนของมหาวิทยาลัย

Data Protection and 
Data Privacy

 ยุทธศาสตร์ที่ 3      ยกระดับการพัฒนาและการประยุกต์ใช้เทคโนโลยีดิจิทัล เพื่อเป็นกลไกหลักในการขับเคลื่อน
มหาวิทยาลัย

Microservices Architecture IT Expertise Services Model

Hybrid Multi-Cloud

 ยุทธศาสตร์ที่ 1 พัฒนาโครงสร้างพื้นฐานที่มีความยืดหยุ่น และเชื่อมโยงการทำ�งานร่วมกัน
อย่างมีประสิทธิภาพ

Secure Network with 
Zero Trust Approach

Proactive 
Monitoring & Management

คณะกรรมการบริิหารความเปล่ีี�ยนแปลง ยุทธศาสตร์ที่ 5 พัฒนาศักยภาพกำ�ลังคนและการให้บริการเทคโนโลยีสารสนเทศ เพื่อยกระดับและปรับเปลี่ยน
สู่ความเป็นองค์กรดิจิทัลอย่างยั่งยืน

Digital Skill Roadmap 
& Continuous Learning 

Repository
Service Excellence with AI IT Sustainability

5 ยุทธศาสตร์ / 11 กลยุทธ์ / 13 โครงการ

ยุทธศาสตร์ด้านเทคโนโลยีสารสนเทศ

         กำ�หนดทิศทางการดำ�เนินงานด้านเทคโนโลยีสารสนเทศ สำ�หรับจุฬาลงกรณ์มหาวิทยาลัย ให้ได้ผลลัพธ์เชิงประจักษ์
ที่สอดคล้องกับทิศทางและเป้าหมายตามนโยบายของมหาวิทยาลัย  โดยมุ่งเน้นการดำ�เนินงานใน  5  ยุทธศาสตร์
11 กลยุทธ์ และ 13 โครงการ ดังนี้
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งานยุทธศาสตร์และผลการดำ�เนินงาน
ของสำ�นักบริหารเทคโนโลยีสารสนเทศ
ยุทธศาสตร์ที่  1  พัฒนาโครงสร้างพื้นฐานที่มีความยืดหยุ่น  และเชื่อมโยงการทำ�งานร่วมกันอย่างมี
ประสิทธิภาพ

จัดทำ�ข้อเสนอแนะมาตรฐานด้านความมั่นคงปลอดภัย (Information Security Recommendation) เพื่อให้หน่วยงาน
มีแนวทางดำ�เนินการด้านความมั่นคงปลอดภัยที่เหมาะสม   

ข้อเสนอแนะมาตรฐานด้านความมั่นคงปลอดภัยสารสนเทศนี้ เพื่อให้ส่วนงานของจุฬาลงกรณ์มหาวิทยาลัย มีแนวทางใน
การดำ�เนินงานด้านความมั่นคงปลอดภัยสารสนเทศแก่ข้อมูลและระบบสารสนเทศที่สำ�คัญ เพื่อสามารถลดความเสี่ยงหรือ
บรรเทาความเสี่ยงได้อย่างเป็นรูปธรรม รวมทั้งรักษาซึ่งความลับ (Confidentiality) ความถูกต้องครบถ้วน (Integrity) และ
สภาพพร้อมใช้ (Availability) ของข้อมูลและระบบสารสนเทศ

ดำ�เนินการเสร็จเรียบร้อย และเผยแพร่เมื่อวันที่ 26 พฤศจิกายน 2567

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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ยุทธศาสตร์ที่  2  ยกระดับขีดความสามารถด้านความมั่นคงปลอดภัยไซเบอร์และการปกป้องข้อมูล 
โดยมุ่งเน้นการเสริมสร้างเกราะป้องกันให้ทุกภาคส่วนของมหาวิทยาลัย

ระบบจำ�ลองการโจมตีทางไซเบอร์  (Penetration  Test)  เพื่อตรวจประเมินและวิเคราะห์ช่องโหว่ของแอปพลิเคชัน 
สำ�คัญของมหาวิทยาลัย นำ�ไปสู่การวางมาตรการป้องกันความเสี่ยงด้านไซเบอร์ได้อย่างมุ่งเป้าและมีประสิทธิภาพ

เพ่ือให้มหาวิทยาลัยตระหนักและเข้าใจถึงความเส่ียงจากภัยคุกคามทางไซเบอร์  รวมทั้งเป็นการยกระดับมาตรการป้องกัน
เชิงรุก  โดยใช้ซอฟต์แวร์ที่มีประสิทธิภาพสูงที่จะสามารถค้นหา  วิเคราะห์  และประเมินความเส่ียงจากภัยคุกคามไซเบอร์
ในระบบสารสนเทศที่สำ�คัญ  ซึ่งจะนําไปสู่การวางแผนมาตรการป้องกัน  และตอบสนองต่อเหตุการณ์ด้านความมั่นคง
ปลอดภัยได้อย่างเหมาะสมและมีประสิทธิภาพต่อไป

อยู่ระหว่างดำ�เนินการ คาดว่าจะได้รายงานสรุปผลการวิเคราะห์ในไตรมาสแรกของปี พ.ศ. 2569

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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ระบบรักษาความปลอดภัยข้อมูลด้วยการเข้ารหัส

เพ่ือให้ไฟล์ข้อมูลที่มีการจัดเก็บภายในมหาวิทยาลัยผ่านระบบเครื่องแม่ข่ายที่ให้บริการโดยสำ�นักบริหารเทคโนโลยี
สารสนเทศ (Drive O:) นั้น ได้รับการปกป้องในระดับสูงจากความเสี่ยงและภัยคุกคามในการพยายามเข้าถึงระบบเครื่อง
แม่ข่ายอย่างไม่ถูกต้อง และความพยายามในการละเมิดไฟล์ข้อมูลต่าง ๆ เหล่านี้โดยผู้ไม่ประสงค์ดี จึงมีการพัฒนาระบบ
รักษาความปลอดภัยข้อมูลด้วยการเข้ารหัส  ซึ่งถึงแม้ว่าผู้ไม่ประสงค์ดีจะได้ไฟล์ข้อมูลเหล่านี้ไปก็จะไม่สามารถเปิดอ่าน
และนำ�ไปใช้ประโยชน์ใด ๆ  ได้ เนื่องจากไฟล์ข้อมูลถูกเข้ารหัสลับเอาไว้

ดำ�เนินการเสร็จเรียบร้อย

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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ยุทธศาสตร์ที่ 3 ยกระดับการพัฒนาและการประยุกต์ใช้เทคโนโลยีดิจิทัล เพื่อเป็นกลไกหลัก
ในการขับเคลื่อนมหาวิทยาลัย

พัฒนาแพลตฟอร์มการพิสูจน์และยืนยันตัวตนทางดิจิทัล โดยใช้ข้อมูลชีวภาพ (Biometric Authentication)  
ผ่านการสแกนใบหน้า (Face Recognition) ช่วยให้ผู้ใช้งานเข้าถึงแอปพลิเคชันได้อย่างปลอดภัย 

ยกระดับความน่าเชื่อถือของแพลตฟอร์มระบบการพิสูจน์และยืนยันตัวตนทางดิจิทัล  สำ�หรับให้บริการกับแอปพลิเคชัน
ต่าง ๆ  ในจุฬาลงกรณ์มหาวิทยาลัย  โดยการเพิ่มบริการในการพิสูจน์และยืนยันตัวตนด้วยวิธีการสแกนใบหน้า  (Face 
Recognition) รวมทั้งการเข้าใช้งานระบบ CU Portal ด้วยการยืนยันตัวตนผ่านระบบ ThaID ของกรมการปกครอง

อยู่ระหว่างดำ�เนินการ คาดว่าจะสามารถใช้งานได้ในไตรมาสแรกของปี พ.ศ. 2569

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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ต่อยอดแพลตฟอร์มในการรองรับการพิสูจน์และยืนยันตัวตนแบบหลายปัจจัย (Multi-Factor Authentication) 
โดยเชื่อมต่อกับระบบ ThaID ของกรมการปกครอง 

ยกระดับความปลอดภัยในการพิสูจน์และยืนยันตัวตนเข้าใช้งานแอปพลิเคชัน  CU  Portal  โดยใช้การพิสูจน์และยืนยัน 
ตัวตนแบบหลายปัจจัย (Multi-Factor Authentication) ผ่านการเชื่อมต่อกับระบบ ThaID ของกรมการปกครอง เพื่อให้มี
ความปลอดภัยในระดับสูง และสอดคล้องกับทิศทางโครงสร้างพื้นฐานของประเทศที่เริ่มวางรากฐานระบบพิสูจน์และยืนยัน
ตัวตนดังกล่าว

อยู่ระหว่างดำ�เนินการ คาดว่าจะสามารถใช้งานได้ในไตรมาสแรกของปี พ.ศ. 2569

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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แอปพลิเคชัน Generative AI Platform ของมหาวิทยาลัย: ChulaGENIE

พัฒนาแอปพลิเคชัน Generative AI เพื่อให้เป็น Platform สนับสนุนการทำ�งาน การเรียนการสอน และการทำ�วิจัยใน
มหาวิทยาลัย 

พัฒนาแอปพลิเคชัน ChulaGENIE เสร็จสิ้น พร้อมใช้งานแล้ว โดยนิสิต อาจารย์ บุคลากร สามารถเลือกใช้งานโมเดล
ได้ตามความเหมาะสมกับงานของตนเอง

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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ยุทธศาสตร์ที่ 4 ยกระดับแพลตฟอร์มด้านข้อมูล ให้สามารถใช้ประโยชน์และขับเคลื่อนการดำ�เนินงาน
ในทุกมิติของมหาวิทยาลัย อย่างมีคุณภาพ และมีความปลอดภัย

ปรับปรุงแพลตฟอร์มด้านข้อมูลภายใต้กลยุทธ์ One Data One Platform ให้มีความพร้อมใช้้ มีคุณภาพ และ 
มีความปลอดภัย

พัฒนาต่อยอดการเช่ือมโยงข้อมูลจากแหล่งข้อมูลใหม่  ๆ  เข้าสู่ระบบฐานข้อมูลเชิงปฏิบัติการ  Data  Gateway  โดยมี 
ชุดข้อมูลที่พร้อมใช้งานกว่า 120 ชุดข้อมูล

ยังคงดำ�เนินการอย่างต่อเนื่อง

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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ยุทธศาสตร์ที่ 5 พัฒนาศักยภาพกำ�ลังคนและการให้บริการเทคโนโลยีสารสนเทศ เพื่อยกระดับและ
ปรับเปลี่ยนสู่ความเป็นองค์กรดิจิทัลอย่างยั่งยืน

ยกระดับงานด้านบริการเทคโนโลยีสารสนเทศ โดยใช้เทคโนโลยีปัญญาประดิษฐ์ (AI) ในการช่วยวิเคราะห์และ
ตอบสนองการให้บริการได้อย่างรวดเร็วและแม่นยํา ซึ่งจะช่วยสร้างประสบการณ์ในการใช้บริการที่ดียิ่งขึ้น

เพิ่มขีดความสามารถในการบริหารจัดการด้านบริการเทคโนโลยีสารสนเทศ โดยใช้เทคโนโลยีปัญญาประดิษฐ์ (AI) ที่จะ
คอยทำ�หน้าที่ตรวจสอบ รวบรวมข้อมูล และประมวลผลข้อมูลงานด้านบริการเทคโนโลยีสารสนเทศทั้งหมด มาแสดงผลใน
รูปแบบที่ง่ายต่อการเข้าใจ ถูกต้อง ครบถ้วน และทันท่วงที นําไปสู่การตัดสินใจในการบริหารจัดการด้านบริการเทคโนโลยี
สารสนเทศให้เกิดประสิทธิภาพและประสิทธิผลสูงสุด

อยู่ระหว่างดำ�เนินการ คาดว่าจะสามารถใช้งานได้ในไตรมาสแรกของปี พ.ศ. 2569

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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โครงการพัฒนาศักยภาพบุคลากรด้านไอทีที่ปฏิบัติงานในคณะ ส่วนงาน และหน่วยงานต่าง ๆ ทั่วทั้งมหาวิทยาลัย  
เพื่อยกระดับศักยภาพบุคลากรด้านไอทีให้สามารถปฏิบัติงานและให้บริการได้อย่างมีคุณภาพ

โครงการพัฒนาศักยภาพบุคลากรด้านไอที  มีความมุ่งหวังในการยกระดับวิชาชีพด้านเทคโนโลยีสารสนเทศของบุคลากร 
ทีป่ฏบัิตงิานด้านไอททีัว่ทัง้มหาวิทยาลยั  ให้มศีกัยภาพสูงข้ึน  มคีวามรูค้วามเช่ียวชาญมากข้ึน  และมอีงคค์วามรูท้นัสมยัเทา่ทนั 
เทคโนโลยีปจัจุบัน  เพือ่ใหส้ามารถปฏิบตัิงานและให้บริการกับคณะ  ส่วนงาน  และหน่วยงานต่าง ๆ  ภายในมหาวิทยาลัย 
ได้อย่างมีคุณภาพ

ยังคงดำ�เนินการอย่างต่อเนื่อง

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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การสื่อสารความรู้ด้านไอที รวมทั้งการจัดอบรมและสัมมนาในรูปแบบออนไลน์ เพื่อพัฒนาทักษะและเสริมทักษะ 
ด้านเทคโนโลยีสารสนเทศ แก่ประชาคมจุฬาฯ อย่างสม่ำ�เสมอ

สื่่�อสารความรู้้�ด้้านไอทีี รวมทั้้�งการจััดอบรมและสััมมนาในรููปแบบออนไลน์์ เพื่่�อพััฒนาและเสริิมทัักษะด้้านเทคโนโลยีี
สารสนเทศ แก่่ประชาคมจุุฬาฯ อย่่างสม่ำำ��เสมอ

ยังคงดำ�เนินการอย่างต่อเนื่อง

ขอบเขตโครงการ

ผลการดำ�เนินงาน

การสื่่�อสารความรู้้�ด้้านไอทีี อาทิิ Google AI Essentials การใช้้งาน Foxit เป็็นต้้น

การประชาสััมพัันธ์์และแจ้้งเตืือนภััยคุุกคาม อาทิิ อีีเมลปลอม หลอกลวงขอข้้อมููลส่่วนตััว เว็็บไซต์์ขายสิินค้้าแอบอ้้างชื่่�อ
จุุฬาฯ เตืือนภััยอย่่า Save ข้้อมููลบน Web browser เป็็นต้้น
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บทที่ 3 
งานประจำ�และผลการดำ�เนินงาน
ของสำ�นักบริหารเทคโนโลยีสารสนเทศ

ด้านโครงสร้างพื้นฐานเทคโนโลยีสารสนเทศ
เช่าวงจรสื่อสารอินเทอร์เน็ต เรือนวิรัชมิตร

ปรับปรุงเช่าวงจรส่ือสารอินเทอร์เน็ต  Gateway  ของเรือนวิรัชมิตร  ผ่านการแยกวงจรเครือข่ายออกมาจากมหาวิทยาลัย 
ลดภาระการใช้งานแทรฟฟิกของมหาวิทยาลัย  และสามารถรองรับความต้องการใช้งานอินเทอร์เน็ตที่หลากหลายได้อย่าง
เหมาะสม

ผู้พักอาศัยภายในเรือนวิรัชมิตร สามารถเข้าถึงอินเทอร์เน็ตอย่างทั่วถึงและหลากหลายได้อย่างเหมาะสม

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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การให้บริการระบบจดหมายอิเล็กทรอนิกส์ (E-mail)

การให้้บริิการรัับส่่งจดหมายอิิเล็็กทรอนิิกส์์ของมหาวิิทยาลััยผ่่าน Microsoft 365

ปริมาณการรับส่งจดหมายอิเล็กทรอนิกส์ในแต่ละเดือน ข้อมูลตั้งแต่เดือน ตุลาคม 2567 – กันยายน 2568

ขอบเขตโครงการ

ผลการดำ�เนินงาน

รูปแสดงปริมาณจำ�นวน E-mail ขาเข้าผ่าน Mail Gateway ตั้งแต่ เดือน ตุลาคม 2567 – กันยายน 2568
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การให้บริการระบบเครื่องคอมพิวเตอร์แม่ข่าย

สำ�นักบริหารเทคโนโลยีสารสนเทศให้บริการระบบเครื่องคอมพิวเตอร์แม่ข่ายเสมือน  โดยมีการใช้งานในระบบงาน 
ต่าง  ๆ  ของสำ�นักบริหารเทคโนโลยีสารสนเทศ  และหน่วยงานต่าง  ๆ  เพ่ือใช้ทรัพยากรร่วมกัน  ทำ�ให้สามารถประหยัด
งบประมาณและสามารถพัฒนาระบบงานต่าง  ๆ  ได้อย่างรวดเร็ว  โดยไม่ต้องรอการจัดซ้ือจัดหาเครื่องคอมพิวเตอร์
แม่ข่ายของแต่ละหน่วยงาน  รวมทั้งระบบดังกล่าวยังมีความยืดหยุ่นในการปรับเพ่ิม  และสามารถทำ�งานทดแทนกันได้ 
ในกรณีที่เครื่องคอมพิวเตอร์แม่ข่ายเครื่องใดเครื่องหนึ่งเกิดเหตุขัดข้อง ซึ่งจะส่งผลให้บริการต่าง ๆ  ไม่หยุดชะงัก

ปัจจุบันมีจำ�นวนเครื่องแม่ข่ายเสมือนที่เปิดใช้งานอยู่บนระบบจำ�นวน 555/789 Guest OS และมี Hosts จำ�นวนทั้งสิ้น  
17 Hosts (ข้อมูล ณ เดือนตุลาคม 2568)

รูปแสดงสถานะของการใช้ทรัพยากรของระบบ (ข้อมูล ณ เดือนตุลาคม 2568)

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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การให้บริการระบบสำ�รองข้อมูล

การใช้งานพื้นที่ Backup ในรอบ 1 ปีที่ผ่านมา (Oct 2024 – Sep 2025)

ระบบสำ�รองข้อมูลได้ถูกออกแบบมาให้สามารถทำ�งานได้อย่างมีประสิทธิภาพตลอด 24 ชั่วโมง 365 วัน ต่อปีโดยไม่หยุด
ชะงัก และได้มีการปรับปรุงระบบสำ�รองข้อมูลที่มีอยู่ เพื่อให้สามารถสำ�รองข้อมูลระบบงานที่จำ�เป็นได้อย่างครบถ้วน เพื่อ
ให้สามารถกู้คืนข้อมูลที่ต้องการได้

ปัจจุบันมี Backup Server จำ�นวนทั้งสิ้น 2 Servers (ข้อมูล ณ เดือนตุลาคม 2568) 
โดยปัจจุบันมี Backup แยกตามสถานะ ดังนี้

รูปแสดง Job Backup Summary แยกตามสถานะ (ข้อมูล ณ เดือนตุลาคม 2568)

รูปแสดงขนาดพื้นที่ Backup ตัวที่ 1 ย้อนหลัง 1 ปี (คิดเป็น 70%) รูปแสดงขนาดพื้นที่ Backup ตัวที่ 2 ย้อนหลัง 1 ปี (คิดเป็น 81%)

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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รักษามาตรฐานด้านความมั่นคงปลอดภัย และผ่านการรับรอง ISO27001 (ISMS : Information Security  
Management System) ติดต่อกันเป็นปีที่ 10

ดำ�เนินการทบทวนและปรับปรุงกระบวนการ/ขั้นตอนการให้บริการกฎหมายและกฎระเบียบที่เกี่ยวข้อง จัดให้มีการประเมิน
ปัจจัยเสี่ยง ซักซ้อมแผนการดำ�เนินธุรกิจอย่างต่อเนื่อง (BCP) โดยในการตรวจประเมินรอบนี้ ได้มีการปรับปรุงกระบวนการ
ด้านความมั่นคงปลอดภัยตามมาตรฐาน ISO27001:2022 (เดิมเป็น ISO27001:2013) ซึ่งผ่านการตรวจประเมินทบทวน
มาตรฐาน ISO27001 จากผู้ตรวจประเมินภายนอก BSI เมื่อวันที่ 4 มีนาคม 2568

ดำ�เนินการเสร็จเรียบร้อย

ขอบเขตโครงการ

ผลการดำ�เนินงาน
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ยังคงดำ�เนินการอย่างต่อเนื่อง

ผลการดำ�เนินงาน

ด้านระบบเทคโนโลยีสารสนเทศ
พัฒนาต่อยอดการเชื่อมโยงข้อมูลจากแหล่งข้อมูลใหม่ ๆ เข้าสู่ระบบฐานข้อมูลเชิงปฏิบัติการ Data Gateway

พัฒนาต่อยอดการเชื่อมโยงข้อมูลจากแหล่งข้อมูลใหม่  ๆ  เข้าสู่ระบบฐานข้อมูลเชิงปฏิบัติการ  Data  Gateway  โดยมี
ชุดข้อมูลที่พร้อมใช้งานกว่า 120 ชุดข้อมูล

ขอบเขตโครงการ
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ในรอบปีที่ผ่านมามีจำ�นวนงานที่ได้รับแจ้งผ่านช่องทางต่าง ๆ  ทั้งสิ้น 11,213 งาน
(ดูรายละเอียดเพิ่มเติมได้ที่ หัวข้อ ข้อมูลและสถิติที่สำ�คัญ: สถิติงานบริการด้านเทคโนโลยีสารสนเทศ จําแนกตามประเภท
ของบริการ)

ผลการดำ�เนินงาน

ดา้นบรกิารเทคโนโลยสีารสนเทศ
งานรับแจ้งปัญหาและแก้ปัญหาให้ผู้ใช้งานเบื้องต้น (Service Desk)

สำ�นักบริหารเทคโนโลยีสารสนเทศมีบริการรับแจ้งปัญหาและคำ�ร้องขอของผู้ใช้งานในบริการที่สำ�นักบริหารเทคโนโลยี
สารสนเทศรับผิดชอบ ผ่าน 6 ช่องทางต่าง ๆ  ได้แก่ 

ขอบเขตโครงการ

Chula TUN-T

ระบบ Chat
(Messenger 

และ LINE Official)

เคาน์เตอร์บริการ

โทรศัพท์

อีเมล

เว็บฟอร์ม
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งานดูแลบัญชีผู้ใช้งาน CUNET และบัญชีผู้ใช้ชั่วคราว (CUNET Account and Temp Account)

งานบริหารจัดการอีเมลกลุ่ม (Group Mail) 

บริการระบบประชุมทางไกล Zoom

สำ�นักบริหารเทคโนโลยีสารสนเทศได้ดำ�เนินการดูแลบัญชีผู้ใช้งาน CUNET และบัญชีผู้ใช้ชั่วคราว  (Temp Account) 
ให้กับหน่วยงานต่าง ๆ  ซึ่งใช้สำ�หรับให้บุคคลภายนอกที่มาติดต่อกับหน่วยงานในการใช้อินเทอร์เน็ตของมหาวิทยาลัย 

อีเมลกลุ่ม  (Group  Mail)  เป็นอีเมลที่ใช้ในการทำ�งานต่าง ๆ  ร่วมกันของบุคลากร  โดยผู้ส่งสามารถส่งอีเมลมายังอีเมล
กลุ่มที่ตั้งไว้  อีเมลจะส่งไปยังผู้รับที่เป็นสมาชิกของกลุ่มนั้นได้ทันที  ทำ�ให้สะดวกรวดเร็วในการส่ง  ฝ่ายบริการเทคโนโลยี
สารสนเทศ มีหน้าที่ดำ�เนินการสร้าง ลบ อัปเดตรายชื่อ และแก้ไขปัญหาต่าง ๆ  ของบริการอีเมลกลุ่ม

บริการระบบประชุมทางไกล  Zoom  เป็นการให้บริการโปรแกรม  Zoom  โดยผู้มีสิทธิ์ใช้งานได้แก่  อาจารย์  นิสิต  และ
บุคลากรสายสนับสนุน สามารถล็อกอินด้วยอีเมลจุฬาฯ และรหัสผ่าน CUNET

ในปีงบประมาณ 2568 สำ�นักบริหารเทคโนโลยีสารสนเทศได้ดำ�เนินการสร้างบัญชีรายชื่อบุคลากร จำ�นวน 3,266 บัญชี 
(ดูรายละเอียดเพิ่มเติมได้ที่ หัวข้อ ข้อมูลและสถิติที่สำ�คัญ: สถิติการสร้าง CUNET Account และสถิติการสร้าง Temp 
Account (บัญชีผู้ใช้ชั่วคราว) 

ในปีงบประมาณ 2568 มีงานดำ�เนินการสร้างอีเมลกลุ่มและแก้ไขปัญหา ทั้งหมด 264 Group mail

ระบบประชุมทางไกล Zoom ให้บริการด้วยความเรียบร้อย มีการประชุมทั้งหมด 481,856 ครั้ง
(ดูรายละเอียดเพิ่มเติมได้ที่ หัวข้อ ข้อมูลและสถิติที่สำ�คัญ: สถิติจำ�นวนการประชุมโดยใช้โปรแกรม Zoom)

ขอบเขตโครงการ

ขอบเขตโครงการ

ขอบเขตโครงการ

ผลการดำ�เนินงาน

ผลการดำ�เนินงาน

ผลการดำ�เนินงาน
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งานแก้ไขปัญหาเครื่องคอมพิวเตอร์และอุปกรณ์ต่อพ่วง (PC Support)

การให้บริการ Shared Services

เพื่อให้การดำ�เนินงานของหน่วยงานในสังกัดสำ�นักงานมหาวิทยาลัย  จุฬาลงกรณ์มหาวิทยาลัย เป็นไปอย่างมีประสิทธิภาพ 
จำ�เป็นต้องมีระบบคอมพิวเตอร์และอุปกรณ์ต่อพ่วงที่พร้อมใช้งานอยู่เสมอ  ทั้งในด้านฮาร์ดแวร์  ซอฟต์แวร์  และระบบ
เครือข่าย  การจัดให้มีบริการสนับสนุนและแก้ไขปัญหา (PC Support) จึงมีความสำ�คัญในการดูแลบำ�รุงรักษา  และแก้ไข
ปัญหาที่เกิดขึ้น เพื่อไม่ให้เกิดการหยุดชะงักของการปฏิบัติงาน 

สำ�นักบริหารเทคโนโลยีสารสนเทศมีเจ้าหน้าที่ประจำ�การคอยให้บริการความช่วยเหลือผู้ใช้งานในสำ�นักงานมหาวิทยาลัย 
เช่น การให้คำ�ปรึกษาในการใช้งาน การดูแลแก้ไขปัญหาเครื่องคอมพิวเตอร์และอุปกรณ์ต่อพ่วง ประสานจัดหาและติดตั้ง
เครื่องคอมพิวเตอร์ใหม่ประจำ�ปี 2568 โดยมีจำ�นวนหน่วยงานรับบริการทั้งสิ้น 30 หน่วยงาน

เป็นการให้บริการด้านเทคโนโลยีสารสนเทศแก่หน่วยงานที่อยู่ภายใต้นโยบาย  Shared  Services  ซึ่งปัจจุบันให้บริการ 
เฉพาะคณะพยาบาลศาสตร์  โดยทางสำ�นักบริหารเทคโนโลยีสารสนเทศ  ได้มอบหมายให้เจ้าหน้าที่  Shared  Services 
ทำ�หนา้ที่ใหบ้ริการดา้นต่าง ๆ  แกค่ณะพยาบาลศาสตร ์ ไดแ้ก ่ ดแูลเครื่องคอมพวิเตอร์  อปุกรณต์่อพว่ง  Hardware และ 
Software  ต่าง ๆ  ระบบอินเทอร์เน็ต  รวมถึงให้บริการแก้ไขปัญหาด้านเทคโนโลยีสารสนเทศ  โดยในการให้บริการได้นำ�
ระบบบริหารจัดการงานบริการสารสนเทศ  (IT Service Management System: ITSM)  มาใช้  โดยเจ้าหน้าที่  Shared  
Services  เป็นผู้รับเรื่องและแก้ไขปัญหาที่เกิดข้ึนในเบ้ืองต้น  และจะส่งต่อให้ผู้เกี่ยวข้องของสำ�นักบริหารเทคโนโลยี 
สารสนเทศต่อไปหากไม่สามารถแก้ไขปัญหาได้ 

สำ�นักบริหารเทคโนโลยีสารสนเทศได้ดำ�เนินการแก้ไขปัญหาต่าง ๆ   เกี่ยวกับคอมพิวเตอร์และอุปกรณ์ต่อพ่วง  ในปี  2568 
ทั้งหมด 751 งาน 
(ดูรายละเอียดเพ่ิมเติมได้ที่  หัวข้อ  ข้อมูลและสถิติที่สำ�คัญ:  สถิติงานแก้ไขปัญหาเครื่องคอมพิวเตอร์และอุปกรณ์ต่อพ่วง 
(PC Support)) 

หน่วยงานภายใต้โครงการ  Shared  Services  ได้รับบริการในการดูแลและแก้ไขปัญหาด้านเทคโนโลยีสารสนเทศ  
โดยได้แจง้ไว้ในระบบ  ITSM  และดำ�เนนิการเสรจ็ส้ินแลว้  ตัง้แตเ่ดือนตลุาคม  2567  ถงึ  เดือนกนัยายน  2568  มจีำ�นวน 
ทั้งสิ้น 89 รายการ 
(ดูรายละเอียดเพ่ิมเติมได้ท่ี หัวข้อ ข้อมูลและสถิติท่ีสำ�คัญ: สถิติการให้บริการ Shared Service แยกตามประเภทของบริการ)

ขอบเขตโครงการ

ขอบเขตโครงการ

ผลการดำ�เนินงาน

ผลการดำ�เนินงาน
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บริการโปรแกรม Foxit Editor สำ�หรับเปิดและแก้ไขไฟล์ PDF

งานบริการห้องคอมพิวเตอร์ (Computer Room)

บริการโปรแกรม Foxit Editor เป็นบริการสำ�หรับบุคลากรและนิสิตจุฬาฯ สามารถใช้งานโปรแกรม Foxit  Editor สำ�หรับ
แก้ไขเอกสาร PDF แก้ไขข้อความ จัดเรียงหน้า แยกหรือรวมเอกสาร วางลายเซ็น 

สำ�นักบริหารเทคโนโลยีสารสนเทศ ให้บริการด้านคอมพิวเตอร์ แยกออกเป็น 2 รูปแบบ 

เพ่ือเป็นการอำ�นวยความสะดวกให้แก่อาจารย์และบุคลากรประจำ�  สำ�นักบริหารเทคโนโลยีสารสนเทศได้ทำ�การเพ่ิมสิทธิ์
การใช้งานโดยไม่ต้องยืม-คืน โดยบุคลากรที่จ้างโดยหน่วยงาน และนิสิต สามารถยืมใช้งานได้ 90 วัน ผ่านระบบยืมใช้งาน
ซอฟต์แวร์ โดยในปีที่ผ่านมามีผู้ยืมใช้งานทั้งสิ้น 22,277 ครั้ง 
(ดูรายละเอียดเพิ่มเติมได้ที่ หัวข้อ ข้อมูลและสถิติที่สำ�คัญ: สถิติการใช้งานซอฟต์แวร์ Foxit Editor)  

ขอบเขตโครงการ

ขอบเขตโครงการ

ผลการดำ�เนินงาน

บริการห้องอบรมคอมพิวเตอร์ 
สถานที่ให้บริการอยู่ที่อาคารจามจุรี 9 ชั้น 4 
มีคอมพิวเตอร์ รองรับผู้เข้าอบรม 50 เครื่อง 
ให้บริการแก่นิสิต  และหน่วยงานต่าง  ๆ 
ภายในมหาวิทยาลัย 

บริการศูนย์การเรียนรู้ด้วยตนเอง 
สถานที่ให้บริการอยู่ที่อาคารจุฬาพัฒน์  13 
ช้ัน  M  ให้บริการนิสิตมาใช้บริการอย่าง 
ต่อเนื่อง  มีการให้บริการในการจัดการ
เรียนการสอนสำ�หรับคณะสหเวชศาสตร์ 
ให้บริการในการติดตั้งซอฟต์แวร์ในรายวิชา
ที่มีการฝึกปฏิ บัติการเสมือนจริง  โดย
ทางศูนย์ฯ  ได้ดูแลและปรับปรุงเครื่อง
คอมพิวเตอร์ทั้ง 108 เครื่องให้พร้อมใช้ 

01
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ในปีงบประมาณ 2568 บริการห้องอบรมคอมพิวเตอร์ที่อาคารจามจุรี 9 ชั้น 4 ได้มีหน่วยงานต่าง ๆ  ภายในมหาวิทยาลัย 
ขอใช้บริการอย่างต่อเนื่อง  ทั้งขอใช้งานในการอบรม  ขอใช้เป็นห้องสอบ  รวมถึงใช้ทดสอบซอฟต์แวร์  งานบริการห้อง
อบรมจึงได้จัดหาเครื่องคอมพิวเตอร์ที่มีประสิทธิภาพและทันสมัยเพ่ือรองรับการปรับเปลี่ยนซอฟต์แวร์ที่มีเวอร์ชันใหม่  ๆ 
และต้องมีการอัปเดตซอฟต์แวร์ต่าง ๆ  ด้วย เช่น โปรแกรม SPSS V.30 โปรแกรม ArcGIS Pro (โปรแกรมทางภูมิศาสตร์) 
เป็นต้น มีนิสิตและหน่วยงานขอเข้าใช้บริการห้องอบรมคอมพิวเตอร์ จำ�นวน 136 ครั้ง 
(ดูรายละเอียดเพิ่มเติมได้ที่ หัวข้อ ข้อมูลและสถิติที่สำ�คัญ: สถิติการใช้ศูนย์การเรียนรู้ด้วยตนเอง และการใช้ห้องอบรม)  

ในส่วนบริการศูนย์การเรียนรู้ด้วยตนเอง อาคารจุฬาพัฒน์ 13 ชั้น M มีนิสิตเข้าใช้บริการอย่างต่อเนื่อง มีการให้บริการ
ในการจัดการเรียนการสอนสำ�หรับคณะสหเวชศาสตร์  ให้บริการในการติดตั้งซอฟต์แวร์ในรายวิชาที่มีการฝึกปฏิบัติการ
เสมือนจริง โดยทางศูนย์ฯ ได้ดูแลและปรับปรุงเครื่องคอมพิวเตอร์ทั้ง 108 เครื่องให้พร้อมใช้งาน เช่น อัปเดต Windows 
Upgrade โปรแกรมที่จำ�เป็น เช่น TrendMicro, Microsoft Office, SPSS V.30, Adobe, Foxit เป็นต้น ในปีงบประมาณ 
2568  ได้มีการเปลี่ยนเครื่องคอมพิวเตอร์จำ�นวน 40 เครื่อง และสำ�หรับปีงบประมาณ 2569 ได้วางแผนในการเปลี่ยน
เครื่องคอมพิวเตอร์ในศูนย์ฯ เป็นเครื่องคอมพิวเตอร์ Notebook อีกจำ�นวน 60 เครื่อง เพื่อให้รองรับระบบปฏิบัติการ 
และซอฟต์แวร์เวอร์ชันล่าสุดได้ และมีเจ้าหน้าที่ประจำ�อยู่ เพื่อคอยให้ความช่วยเหลือ ในปีงบประมาณ 2568 มีนิสิตและ
บุคลากรเข้าไปใช้บริการจำ�นวนทั้งสิ้น 4,313 คน
(ดูรายละเอียดเพิ่มเติมได้ที่ หัวข้อ ข้อมูลและสถิติที่สำ�คัญ: สถิติการใช้ศูนย์การเรียนรู้ด้วยตนเอง และการใช้ห้องอบรม)

ผลการดำ�เนินงาน
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ในปี  2568  หน่วยประสานงานด้านความมั่นคงปลอดภัยเทคโนโลยีสารสนเทศ  ได้ดำ�เนินการประสานงานและรับมือ
เหตุการณ์ด้านความมั่นคงปลอดภัยระบบเทคโนโลยีสารสนเทศ ทั้งหมด 236 รายการ โดยแบ่งประเภทเป็น Vulnerability  
(ช่องโหว่ของระบบ) 50.42% รองลงมาคือ Malicious code (โปรแกรมไม่พึงประสงค์) 26.27% Intrusion Attempts 
(ความพยายามบุกรุกเข้าระบบ) 11.86% Abuse (การละเมิดโดยใช้ระบบเทคโนโลยีสารสนเทศ) 10.59% ส่วนการโจมตี
อื่น ๆ  มีสัดส่วนเป็น 0.85%

ผลการดำ�เนินงาน

ด้านความมั่นคงปลอดภัยระบบเทคโนโลยีสารสนเทศ
งานด้านความมั่นคงปลอดภัยระบบเทคโนโลยีสารสนเทศ

ภาพรวมการดำ�เนินงานทั้งหมด 236 รายการ

เฝ้าระวังเหตุการณ์ด้านความมั่นคงปลอดภัยระบบเทคโนโลยีสารสนเทศและการกระทำ�ผิดโดยใช้ระบบเทคโนโลยี
สารสนเทศของมหาวิทยาลัย

ขอบเขตโครงการ
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สถิติการดำ�เนินงาน แบ่งตามรายเดือน
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ทางสำ�นักบริหารเทคโนโลยีสารสนเทศ  จุฬาลงกรณ์มหาวิทยาลัย  ได้เข้าร่วมการประเมินกิจกรรมยกระดับขีดความ
สามารถการรักษาความมั่นคงปลอดภัยไซเบอร์ โดยในส่วนที่ 1 ด้านพระราชบัญญัติการรักษาความมั่นคงปลอดภัยไซเบอร์ 
พ.ศ. 2562 ผลการประเมิน 4.5 คะแนน ส่วนที่ 2 นโยบายบริหารจัดการที่เกี่ยวกับการรักษาความมั่นคงปลอดภัยไซเบอร์
สำ�หรับหน่วยงานของรัฐ  และหน่วยงานโครงสร้างพ้ืนฐานสำ�คัญทางสารสนเทศ  ประกอบนโยบายและแผนปฏิบัติการว่า
ด้วยการรักษาความมั่นคงปลอดภัยไซเบอร์ (พ.ศ. 2565 - 2570) ผลการประเมิน 15 คะแนน ส่วนที่ 3 ประมวลแนวทาง
ปฏิบัติและกรอบมาตรฐานด้านการรักษาความมั่นคงปลอดภัยไซเบอร์สำ�หรับหน่วยงานของรัฐและหน่วยงานโครงสร้าง 
พื้นฐานสำ�คัญทางสารสนเทศ พ.ศ. 2564 ผลการประเมิน 57.5 คะแนน คะแนนรวม 77 คะแนน คิดเป็นร้อยละ 87 จาก
คะแนนทั้งหมด และนำ�สรุปผลการประเมิน รวมถึงข้อเสนอแนะต่าง ๆ ที่ได้รับจากทาง สกมช. ไปพัฒนา  ปรับปรุง การ
ดำ�เนินงานด้านการรักษาความมั่นคงปลอดภัยไซเบอร์ของหน่วยงาน  และภาพรวมของมหาวิทยาลัย  ให้สอดคล้องกับ 
พระราชบัญญัติการรักษาความมั่นคงปลอดภัยทางไซเบอร์ พ.ศ. 2562 เพื่อยกระดับขีดความสามารถด้านการรักษาความ
มั่นคงปลอดภัยไซเบอร์ของมหาวิทยาลัยให้มีประสิทธิภาพมากยิ่งขึ้น

ผลการดำ�เนินงาน

กิจกรรมประเมินระดับการรักษาความมั่นคงปลอดภัยไซเบอร์ ในกิจกรรมยกระดับขีดความสามารถการรักษา 
ความมั่นคงปลอดภัยไซเบอร์ (Cyber Security Self-Assessment) ประจำ�ปี 2568

ตามที่  สำ�นักงานคณะกรรมการการรักษาความมั่นคงปลอดภัยไซเบอร์แห่งชาติ  (สกมช.)  ได้ดำ�เนินกิจกรรมการประเมิน 
ยกระดับขีดความสามารถการรักษาความมั่นคงปลอดภัยไซเบอร์ (Cyber Security Self-Assessment) โดยมีวัตถุประสงค์
เพ่ือให้หน่วยงานได้เตรียมความพร้อมต่อการปฏิบัติตามกฎหมายและข้อบังคับ  ซ่ึงจะนำ�ไปสู่การพัฒนาระดับขีดความ
สามารถด้านการรักษาความมั่นคงปลอดภัยไซเบอร์ 

ขอบเขตโครงการ
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แผนการตรวจสอบด้านการรักษา
ความมั่นคงปลอดภัยไซเบอร์

Good Governance in 
Cybersecurity

การประเมินความเสี่ยงด้านการ
รักษาความมั่นคงปลอดภัยไซเบอร์

Risk Management

แผนการรับมือภัยคุกคาม
ทางไซเบอร์Identify

Protect

DetectRespond

Recover

Policies and Guidelines

ภาพแสดงผลการประเมิน
ระดับการรักษาความมั่นคงปลอดภัยไซเบอร์
ในแต่ละด้าน

Organizational

Physical Technological

People
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บทที่ 4 
งานบริหารความเสี่ยงและการพัฒนาคุณภาพ

รายงานความคืบหน้า และแผนงานบริหารความเสี่ยง 
และการวางระบบการควบคุมภายใน
สำ�นักบริหารเทคโนโลยีสารสนเทศ ได้กำ�หนดหัวข้อความเสี่ยงประจำ�ปีงบประมาณ 2568 จำ�นวน  3 หัวข้อ ดังนี้

ไม่มีการควบคุมการเข้าถึงอุปกรณ์คอมพิวเตอร์ที่ถูกจัดเก็บ  ทำ�ให้อาจมีการนำ�อุปกรณ์คอมพิวเตอร์ไปใช้งาน
หรือไปใช้หาผลประโยชน์ส่วนตน

ขาดทักษะและความรู้เทคโนโลยีสมัยใหม่ โดยเฉพาะทางด้าน AI มาใช้พัฒนากระบวนการทำ�งาน เพื่อตอบสนอง
นโยบายของมหาวิทยาลัยอย่างมีประสิทธิภาพ

ระบบความปลอดภัยในการปฏิบัติงานของบุคลากรในสำ�นักฯ

01

02

03
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2 X 3

1 X 2

ก่อนดำ�เนินมาตรการควบคุมความเสี่ยง                        

หลังดำ�เนินมาตรการควบคุมความเสี่ยง (สิ้นปีงบประมาณ)  

วัตถุประสงค์

วิธีการ/มาตรการควบคุมปัจจุบัน

ประเภท

KRI

วิธีการ/มาตรการควบคุมเพิ่มเติม

ระดับความเสี่ยง (โอกาสเกิด X ผลกระทบ)

ไม่มีการควบคุมการเข้าถึงอุปกรณ์คอมพิวเตอร์ที่ถูกจัดเก็บ  ทำ�ให้อาจมีการนำ�อุปกรณ์
คอมพิวเตอร์ ไปใช้งานหรือไปใช้หาผลประโยชน์ส่วนตน

จัดให้มีพ้ืนที่ควบคุมในการจัดเก็บวัสดุ  อุปกรณ์
คอมพิวเตอร์   เ พ่ือป้องกันการสูญหาย  และ 
การเข้าถึงโดยไม่ได้รับอนุญาต

อุปกรณ์คอมพิวเตอร์  ถูกจัดเก็บภายในสำ�นักฯ  
ซึ่งมีการควบคุมการเข้าถึงจากบุคคลภายนอก

ทุจริต

มีมาตรการจัดใ ห้มี พ้ืนที่ ควบคุมการจัด เ ก็บ 
อุปกรณ์คอมพิวเตอร์

1.	 จัดทำ�ห้อง 302 อาคารจามจุรี 3 เป็นห้องสำ�หรับเก็บอุปกรณ์สามารถเข้าได้เฉพาะผู้ที่เกี่ยวข้องเท่านั้น (มีกุญแจล็อก)
2.	 เนื่องจากสำ�นักบริหารเทคโนโลยีสารสนเทศได้มีการย้ายที่ทำ�การมายังอาคารจามจุรี  9  จึงได้จัดหาห้องเก็บอุปกรณ์

ใหม่  ที่อาคารจามจุรี 9 ชั้น 5 เพื่อเก็บอุปกรณ์คอมพิวเตอร์ สามารถเข้าได้เฉพาะผู้ที่เกี่ยวข้องเท่านั้น (ฝ่ายบริการฯ 
และฝ่ายโครงสร้างฯ) โดยมีกุญแจล็อกและเก็บไว้กับผู้รับผิดชอบ

3.	 เพิ่มระบบควบคุมการเข้า-ออก (Access Control) บริเวณทางเชื่อมลานจอดรถ อาคารจามจุรี 9 ชั้น 5 ให้เฉพาะ 
เจ้าหน้าที่สำ�นักบริหารเทคโนโลยีสารสนเทศ สามารถเข้า-ออกได้เท่านั้น

01
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3 X 3

1 X 2

ก่อนดำ�เนินมาตรการควบคุมความเสี่ยง                        

หลังดำ�เนินมาตรการควบคุมความเสี่ยง (สิ้นปีงบประมาณ)  

วัตถุประสงค์

วิธีการ/มาตรการควบคุมปัจจุบัน

ประเภท

KRI

วิธีการ/มาตรการควบคุมเพิ่มเติม

ระดับความเสี่ยง (โอกาสเกิด X ผลกระทบ)

ขาดทักษะและความรู้เทคโนโลยีสมัยใหม่ โดยเฉพาะทางด้าน AI มาใช้พัฒนากระบวนการ
ทำ�งาน เพื่อตอบสนองนโยบายของมหาวิทยาลัยอย่างมีประสิทธิภาพ

เพื่อพัฒนาศักยภาพของบุคลากรให้มีความรู้ ความ
เข้าใจในเทคโนโลยีใหม่  ๆ  พร้อมสนับสนุนการ
ดำ�เนินงานเชิงนโยบายด้าน AI ของมหาวิทยาลัย

สร้างความตระหนักรู้ในด้านเทคโนโลยีใหม่  ๆ  
ที่กำ�ลังจะมาถึงในอีก 1 - 3 ปีข้างหน้า

ยุทธศาสตร์

บุคลากรในสำ�นักฯ  ไม่น้อยกว่า  20%  ได้รับ
การอบรม  และผ่านการทดสอบ  โดยได้รับ
ประกาศนียบัตรรับรอง

1.	 จัดส่งบุคลากรเข้าร่วมสัมมนา การใช้ AI บน Windows และแนวโน้มภัยคุกคามในยุค AI จำ�นวน 8 คน จากทั้งหมด 
29 คน คิดเป็น 24.41%

2.	 จัดส่งบุคลากรเข้าร่วมอบรมการใช้งาน ChulaGENIE จำ�นวน 7 คน
3.	 จัดสัมมนาเพ่ือให้ความรู้บุคลากรในสำ�นักฯ  ในหัวข้อเรื่อง  “พลิกโฉมบริการไอทีสู่ความอัจฉริยะด้วยพลัง  AI  

(Empowering Smart Services for the Digital University with AI)”

02



46

2 X 3

1 X 2

ก่อนดำ�เนินมาตรการควบคุมความเสี่ยง                        

หลังดำ�เนินมาตรการควบคุมความเสี่ยง (สิ้นปีงบประมาณ)  

วัตถุประสงค์

วิธีการ/มาตรการควบคุมปัจจุบัน

ประเภท

KRI

วิธีการ/มาตรการควบคุมเพิ่มเติม

ระดับความเสี่ยง (โอกาสเกิด X ผลกระทบ)

ระบบความปลอดภัยในการปฏิบัติงานของบุคลากรในสำ�นักฯ

เ พ่ือดูแลและรักษาความปลอดภัยในชีวิตและ
ทรัพย์สินให้แก่บุคลากรในสำ�นักฯ

เจ้าหน้าที่รายบุคคล  มีการแจ้งซ่อมแซมเมื่อพบ
การชำ�รุดเสียหาย

ความปลอดภัยและภัยพิบัติ

1.	 มีการจัดกิจกรรมด้านความปลอดภัยใน 
การปฏิบัติงาน

2.	 มีผลสำ�รวจระบบไฟฟ้าในพ้ืนที่ปฏิบัติงานของ
บุคลากรแต่ละคน  เพ่ือดำ�เนินการซ่อมแซม 
ต่อไป

1.	 มีการจัดกิจกรรมด้านความปลอดภัยในการปฏิบัติงาน  โดยส่งอีเมลเวียนให้บุคลากรในสำ�นักฯ  สำ�รวจอุปกรณ์หรือ
ระบบที่ใช้งานอยู่ หรือที่อยู่บริเวณโดยรอบที่ทำ�งาน และรายงานอุปกรณ์หรือระบบที่มีการชำ�รุดบกพร่อง

2.	 ดำ�เนินการให้บุคลากรสำ�รวจระบบไฟฟ้าและอุปกรณ์ที่ใช้ไฟฟ้าในพื้นที่ปฏิบัติงานของตนเอง และนำ�ข้อมูลไปปรับปรุง
แก้ไข

3.	 ออกแบบระบบความปลอดภัยสำ�หรับพื้นที่ส่วนสำ�นักงานใหม่ อาคารจามจุรี 9 ให้มีระบบ Access Control เพื่อเพิ่ม
ความปลอดภัยในชีวิตและทรัพย์สินของผู้ปฏิบัติงาน

4.	 มีการติดตั้งระบบ Access Control ณ อาคารจามจุรี 9 โดยในชั้นที่ 1 ทางเข้าสำ�นักฯ ทั้ง 2 ประตู ชั้นที่ 2 ทางเข้า 
แต่ละฝ่าย

03
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การพัฒนาบุคลากร

การจัดสัมมนาบุคลากรประจำ�ปีงบประมาณ พ.ศ. 2568 วันพฤหัสบดีที่ 7 สิงหาคม 2568 ณ ห้องประชุม บุณฑริก 3 ชั้น 7 
ตึก 2 โรงแรมชาเทรียม แกรนด์ กรุงเทพฯ หัวข้อ “พลิกโฉมบริการไอทีสู่ความอัจฉริยะ ด้วยพลัง AI (Empowering Smart 
Services for the Digital University with AI)”

ข้อมูลวันที่ 1 ตุลาคม พ.ศ. 2567 ถึง วันที่ 30 กันยายน พ.ศ. 2568 มีการอบรม ประชุม เพื่อพัฒนาทักษะด้านเทคนิค 
(Technical Skill) ดังนี้

มีความตระหนักรู้และเข้าใจแนวทางการปฏิบัติในการนำ�  AI  มาเป็นเครื่องมือสำ�หรับขับเคลื่อนการทำ�งานของ 
มหาวิทยาลัยอย่างมีประสิทธิภาพ

บุคลากรมีส่วนร่วมในการระดมความคิด  ในการนําข้อมูลมาใช้ประโยชน์ในองค์กรเพ่ือขับเคลื่อนองค์กรให้
พัฒนาสู่ความเป็นเลิศ

เกิดความสามัคคีและการทำ�งานเป็นทีมในการร่วมกันนําเสนอโครงการ/งาน

01

02

03

การพัฒนาบุคลากรของส่วนงาน

การพัฒนาทักษะด้านเทคนิค (Technical Skill)

ประโยชน์ที่คาดว่าจะได้รับ

วันที่จัดอบรม
 

หลักสูตร/หัวข้อ
 

จำำ�นวนบุคุลากร
ที่่�เข้้าร่วม (คน)

1 ต.ค. 67 - 30 ก.ย. 68
ผ่านระบบ Chula MOOC

สร้างสรรค์ไม่รู้จบกับ Canva ศิลปะการใช้ AI ในการออกแบบสื่อ 
ประชาสัมพันธ์

1

22 พ.ย. 67 อบรม "การใช้งาน Foxit " รอบที่ 1 (Training on "Foxit Usage") 
Round 1

4

29 พ.ย. 67 อบรม "การใช้งาน Foxit " รอบที่ 1 (Training on "Foxit Usage") 
Round 2

1

21 ม.ค. 68 อบรมเชิิงปฏิิบััติิการการใช้้งานระบบ e–PMS สำำ�หรัับผู้้�บัังคัับบััญชา 
ผู้้�บัันทึึก และผู้้�ตรวจสอบคะแนนการประเมิินจากคณะอนุุกรรมการ
ประเมิิน/คณะกรรมการประเมิินฯ /คณะกรรมการบริิหารส่่วนงาน 
รุ่่�นที่่� 1

1

21 ม.ค. 68 อบรมเชิงปฏิบัติการการใช้งานระบบ e–PMS สำ�หรับผู้บังคับบัญชา 
ผู้บันทึก และผู้ตรวจสอบคะแนนการประเมินจากคณะอนุกรรมการ
ประเมิน/คณะกรรมการประเมินฯ /คณะกรรมการบริหารส่วนงาน 
รุ่นที่ 2

1
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วันที่จัดอบรม
 

หลักสูตร/หัวข้อ
 

จำำ�นวนบุคุลากร
ที่่�เข้้าร่วม (คน)

23 ม.ค. 68 อบรมเชิงปฏิบัติการการใช้งานระบบ e–PMS สำ�หรับผู้บังคับบัญชา 
ผู้บันทึก และผู้ตรวจสอบคะแนนการประเมินจากคณะอนุกรรมการ
ประเมิน/คณะกรรมการประเมินฯ /คณะกรรมการบริหารส่วนงาน 
รุ่นที่ 3

1

27 ม.ค. 68 อบรมเชิงปฏิบัติการการใช้งานระบบ e–PMS สำ�หรับผู้บังคับบัญชา 
ผู้บันทึก และผู้ตรวจสอบคะแนนการประเมินจากคณะอนุกรรมการ
ประเมิน/คณะกรรมการประเมินฯ /คณะกรรมการบริหารส่วนงาน 
รุ่นที่ 4

1

5 ก.พ. 68 การอบรมเชิงปฏิบัติการ เรื่อง การใช้งานระบบสารบรรณ
อิเล็กทรอนิกส์ CU-LessPaper สำ�หรับผู้ปฏิบัติงาน

1

6 ก.พ. 68 การอบรมเชิงปฏิบัติการ เรื่อง การใช้งานระบบสารบรรณ
อิเล็กทรอนิกส์ CU-LessPaper สำ�หรับผู้ดูแลระบบ

1

10 มี.ค. 68 โครงการอบรมการปรับกระบวนการระบบบริหารงานบุคคล
ในส่วนของระบบฝึกอบรม CUERP-FIORI รุ่นที่ 1

1

11 เม.ย. 68 Outlook: Time Management with Calendar and Tasks 1

17 เม.ย. 68 Empower Your Productivity with Google Gemini 1

18 เม.ย. 68 อบรมการใช้งานเว็บไซต์ CUERP เพื่อติดตามสถานะของการซื้อ
หรือจ้าง

2

28 เม.ย. 68 โครงการอบรมเชิงปฏิบัติการ หลักสูตร Generative AI for 
Business Productivity รุ่นที่ 1

8

29 เม.ย. 68 โครงการอบรมเชิงปฏิบัติการ หลักสูตร Generative AI for 
Business Productivity รุ่นที่ 2

1

7 พ.ค. 68 โครงการอบรมเชิงปฏิบัติการ เรื่อง การใช้งาน Gen AI 
สำ�หรับบุคลากรจุฬาฯ 2568

8

17 มิ.ย. 68 โครงการ Hackathon for Growth: AI Together: 
โครงการฝึกอบรมเชิงปฏิบัติการ การใช้งาน ChulaGENIE

1

25 - 30 มิ.ย. 68 Python in Excel: Getting Started with Data Analysis 1

1 ก.ค. 68 My GENIEs Workshop 1

15 ส.ค. 68 Design Express: จุดไฟความคิดสร้างสรรค์ด้วย Adobe Express 
& Firefly

1

26 ส.ค. 68 การประชุมเชิงปฏิบัติการ เทรนไมโครวิชันวัน - พื้นฐานปี 2025 1
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ข้อมูลวันที่ 1 ตุลาคม พ.ศ. 2567 ถึง วันที่ 30 กันยายน พ.ศ. 2568 มีการอบรม ประชุม เพื่อพัฒนาทักษะด้านวิชาชีพ 
(Hard Skill) ดังนี้

การพัฒนาทักษะด้านวิชาชีพ (Hard Skill)

วันที่จัดอบรม
 

หลักสูตร/หัวข้อ
 

จำำ�นวนบุคุลากร
ที่่�เข้้าร่วม (คน)

1 - 31 ต.ค. 67 
ผ่านระบบ Coursera

โครงการอบรมหลักสูตร Google AI Essentials สำ�หรับบุคลากร 
(Google AI Essentials Training Program for Personnel)

7

2 ต.ค. 67 Dell Technologies Forum AI Edition 2

3 ธ.ค. 67 โครงการบรรยายพิเศษของคณะกรรมการเครือข่ายงานบริหาร
ทรัพยากรบุคคล ปขมท. ชุดที่ 3  หัวข้อ "Making Impact with 
Generative AI" และ "Mindset for success"

3

9 ธ.ค. 67 - 10 ก.พ. 68 โครงการอบรมภาษาอัังกฤษเพื่่�อความก้้าวหน้้าในอาชีีพ  English for 
Career Development รุ่่�นที่่� 4

1

9 ม.ค. 68 โครงการอบรมเชิงปฏิบัติการ เรื่อง "Generative AI สำ�หรับงานผลิต
สื่อมัลติมีเดีย"

1

16 ม.ค. 68 โครงการอบรมเชิงปฏิบัติการ เรื่อง การใช้งาน ChulaGENIE 
(ChulaGENIE Training Workshop Project)

2

20 - 21 ม.ค. 68 หลักสูตรเจ้าหน้าที่ความปลอดภัยในการทำ�งาน ระดับหัวหน้างาน 
(จป.หัวหน้างาน) ประจำ�ปี 1/2568 Training course for 
supervisory-level occupational safety officers: 1/2025

1

22 - 23 ม.ค. 68 Cybersec Asia x Thailand International Cyber Week 2025 2

5 - 7 ก.พ. 68 การดำ�เนินกิจกรรมบนระบบเครือข่ายสารสนเทศเพื่อการศึกษา 
ครั้งที่ 44 (44th WUNCA)

2

6 ก.พ. 68 กิจกรรมการประชุมเชิงปฏิบัติการการจัดทำ�แผนยุทธศาสตร์ (สำ�หรับ
สำ�นักบริหารใน สนม.) ตัวชี้วัด SDA

5

5 มี.ค. 68 การประชุมคณะกรรมการเครือข่ายวิชาชีพ สายปฏิบัติการ วิชาชีพ
ทะเบียน ครั้งที่ 1/2568

1

10 มี.ค. 68 กิจกรรมแลกเปลี่ยนเรียนรู้เพื่อการบริหารความเสี่ยง (Risk 
Management Meet Up) เรื่อง การบริหารความเสี่ยงด้านการ
ไม่ปฏิบัติตามกฎระเบียบและด้านการทุจริต กรณียืมเงินรองจ่าย

1

18 - 21 เม.ย. 68 Cybersecurity Awareness: Protect Your Privacy 1

21 เม.ย. - 28 พ.ค. 68 Career Essentials in Data Analysis by Microsoft and 
LinkedIn

1

24 เม.ย. 68 โครงการอบรม : PDPA OK Aha! 2
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วันที่จัดอบรม
 

หลักสูตร/หัวข้อ
 

จำำ�นวนบุคุลากร
ที่่�เข้้าร่วม (คน)

30 เม.ย. 68 โครงการ One Million Certified in Cybersecurity 1

17 พ.ค. - 19 ก.ค. 68 โครงการพัฒนากำ�ลังคนสมรรถนะสูงด้านปัญญาประดิษฐ์ 
โดยมุ่งเน้นให้เกิดนวัตกร วิศวกร และนักวิจัยด้านปัญญาประดิษฐ์ 
เพื่อรองรับอุตสาหกรรมของประเทศ ภายใต้สถานการณ์
การเปลี่ยนแปลงของโลกอย่างรวดเร็ว

1

19 พ.ค. 68 Cybersecurity Awareness: AI 1

20 พ.ค. 68 DiCyFor Security Summit 1

23 พ.ค. 68 FIRST ONE TECH FOCUS 2025 & 20th ANNIVERSARY 3

23 พ.ค. 68 เสริมสร้างความมั่นคงภาครัฐตามนโยบายการใช้คลาวด์เป็นหลัก 1

26 พ.ค. 68 Notion AI: Your New Productivity Partner 1

27 - 31 พ.ค. 68 Generative AI for Everyone 1

23 มิ.ย. 68 ชี้แจงการปรับเปลี่ยนข้อบังคับและวิธีการปฏิบัติในการขอกำ�หนด
ตำ�แหน่งเชี่ยวชาญ

2

25 มิ.ย. 68 AI and Cloud for Education 2025 1

30 มิ.ย. 68 Unlocking the Future of Education with AI 1

21 ก.ค. 68 Using English Effectively with AI Tools การใช้ภาษาอังกฤษ
อย่างมีประสิทธิภาพร่วมกับเครื่องมือ AI

1

23 ก.ค. 68 การชีแ้จงการเตรียมความพร้อมสำ�หรับการประเมินผลการปฏิบัติงาน
ประจำ�ปีบนระบบการประเมินผลการปฏิบตัิงานรูปแบบอิเล็กทรอนิกส์ 
(Performance Management System ePMS) สำ�หรับการประเมิน
ผลการปฏิบัติงานประจำ�ปี พ.ศ. 2568

1

7 ส.ค. 68 โครงการสัมมนาบุคลากรประจำ�ปีงบประมาณ พ.ศ. 2568 29

18 ส.ค. 68 Boosting Your Time Management with AI Tools 1

9 ก.ย. 68 Private AI วันนี้ สู่ Hybrid AI ในวันพรุ่งนี้ 2

18 ก.ย. 68 ซูมโทเปีย 2025 1



51

ข้อมูลวันที่ 1 ตุลาคม พ.ศ. 2567 ถึง วันที่ 30 กันยายน พ.ศ. 2568 มีการอบรม ประชุม เพื่อพัฒนาทักษะด้านสังคม  
(Soft Skill) ดังนี้

การพัฒนาทักษะด้านสังคม (Soft Skill)

วันที่จัดอบรม
 

หลักสูตร/หัวข้อ
 

จำำ�นวนบุคุลากร
ที่่�เข้้าร่วม (คน)

1 ต.ค. 67 - 30 ก.ย. 68
ผ่านระบบ Chula MOOC

การบริหารความเสี่ยงองค์กร 1

25 พ.ย. 67 โครงการพัฒนาบุคลากรสายปฏิบัติการ หลักสูตร ทักษะที่จำ�เป็นเพื่อ
เตรียมความพร้อม สู่การเป็นผู้นำ�ในอนาคต (Future Leadership 
Skills) รุ่นที่ 10

1

2 ธ.ค. 67 โครงการพัฒนาบุคลากรสายปฏิบัติการ หลักสูตร ทักษะที่จำ�เป็นเพื่อ
เตรียมความพร้อม สู่การเป็นผู้นำ�ในอนาคต (Future Leadership 
Skills) รุ่นที่ 11

1

18 และ 26 ก.พ. 68 โครงการพััฒนาผู้้�บริิหารสายปฏิิบััติิการ CU Transformational 
Leadership: Cultivating Critical Thinking and Coaching 
Excellence รุ่่�นที่่� 2

1

3 - 7 มี.ค. 68 โครงการปฐมนิเทศบุคลากรใหม่สายปฏิบัติการ หลักสูตร CHULA 
Newcomers เติมหัวใจให้เป็นจุฬาฯ

1

9 เม.ย. 68 ประชุมสมาชิกกองทุนสำ�รองเลี้ยงชีพของพนักงานมหาวิทยาลัย 
จุฬาลงกรณ์มหาวิทยาลัย ประจำ�ปีงบประมาณ 2568

1

25 เม.ย. 68 ประชุมคณะกรรมการเครือข่ายแลกเปลี่ยนเรียนรู้วิชาชีพ สายปฏิบัติ
การ วิชาชีพบริหารจัดการระดับกลาง ด้านบริหาร ครั้งที่ 6/2568

1

19 พ.ค. 68 ประชุมคณะกรรมการเครือข่ายแลกเปลี่ยนเรียนรู้วิชาชีพ สายปฏิบัติ
การ วิชาชีพบริหารจัดการระดับกลาง ด้านบริหาร ครั้งที่ 7/2568

1

26 - 27 พ.ค. 68 โครงการอบรมบริหารความเสี่ยงสำ�หรับผู้นำ�มหาวิทยาลัย รุ่นที่ 2 1

24 มิ.ย. 68 ประชุมคณะกรรมการเครือข่ายแลกเปลี่ยนเรียนรู้วิชาชีพ สายปฏิบัติ
การ วิชาชีพบริหารจัดการระดับกลาง ด้านบริหาร ครั้งที่ 8/2568

1

21 ก.ค. 68 โครงการศึกษาดูงานเพื่อเพิ่มประสิทธิภาพการทำ�งานเรื่อง “บริหาร
ยุคใหม่ ก้าวไกลด้วยนวัตกรรม”

1

27 ส.ค. 68 โครงการอบรมให้ความรู้เกี่ยวกับสิทธิประโยชน์กองทุนประกันสังคม
และกองทุนเงินทดแทนประจำ�ปี 2568

1

8 ก.ย. 68 กิจกรรมแลกเปลี่ยนเรียนรู้เพื่อการบริหารความเสี่ยง หัวข้อ ยกระดับ
การบริหารความเสี่ยงระดับส่วนงานอย่างมีกลยุทธ์

2
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วันที่จัดอบรม
 

หลักสูตร/หัวข้อ
 

จำำ�นวนบุคุลากร
ที่่�เข้้าร่วม (คน)

19 ก.ย. 68 ประชุมคณะกรรมการเครือข่ายแลกเปลี่ยนเรียนรู้วิชาชีพ สายปฏิบัติ
การ วิชาชีพบริหารจัดการระดับกลาง ด้านบริหาร ครั้งที่ 10/2568

1

19 ก.ย. 68 ประชุมสมาชิกกองทุนสำ�รองเลี้ยงชีพของพนักงานมหาวิทยาลัย 
ครั้งที่ 3/2568

1
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บทที่ 5 
ข้อมูลและสถิติที่สำ�คัญ

ด้านโครงสร้างพื้นฐานเทคโนโลยีสารสนเทศ
สถิติปริมาณการใช้งานเครือข่ายอินเทอร์เน็ตภายในจุฬาลงกรณ์มหาวิทยาลัยในรอบ 1 ปีงบประมาณ

แสดงปริมาณการใช้งานเครือข่ายอินเทอร์เน็ต ณ จุฬาลงกรณ์มหาวิทยาลัย สูงสุดในรอบปี (ต.ค. 2567 - ก.ย. 2568)
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สถิติปริมาณการใช้งานเครือข่ายอินเทอร์เน็ตของศูนย์เครือข่ายการเรียนรู้เพื่อภูมิภาค

แสดงปริมาณการใช้งานเครือข่ายอินเทอร์เน็ต ณ พื้นที่จังหวัดสระบุรี สูงสุดในรอบปี (ต.ค. 2567 - ก.ย. 2568)

แสดงปริมาณการใช้งานเครือข่ายอินเทอร์เน็ต ณ พื้นที่จังหวัดน่าน สูงสุดในรอบปี (ต.ค. 2567 - ก.ย. 2568)

สระบุรี

น่าน
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สถิติปริมาณการใช้งานเครือข่ายอินเทอร์เน็ตของศูนย์เครือข่ายการเรียนรู้เพื่อภูมิภาค

แสดงปริมาณการใช้งานเครือข่ายอินเทอร์เน็ต ณ พื้นที่จังหวัดนครปฐม สูงสุดในรอบปี (ต.ค. 2567 - ก.ย. 2568)

นครปฐม
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จำ�นวนอุปกรณ์ที่เชื่อมต่อระบบเครือข่ายไร้สายในจุฬาลงกรณ์มหาวิทยาลัยในรอบ 1 ปี (ต.ค. 2567 - ก.ย. 2568)

ปริมาณการใช้งานเครือข่ายไร้สาย (Traffic Utilization) ของจุฬาลงกรณ์มหาวิทยาลัย ในรอบ 1 ปี (ต.ค. 2567 - ก.ย. 
2568)

สถิติปริมาณการใช้งานเครือข่ายไร้สายภายในจุฬาลงกรณ์มหาวิทยาลัยในรอบ 1 ปีงบประมาณ
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สถิติ Work Queue ย้อนหลัง 8 เดือน (Oct 2024 – May 2025)

สถิติ System Capacity สำ�หรับ Work Queue ของ mail-gateway 
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ด้านระบบเทคโนโลยีสารสนเทศ
สถิติการใช้งานระบบ CU Portal

Users Login ทั้งหมดจำ�นวน 994,089 ครั้ง
Active Users ทั้งหมดจำ�นวน 11,871 Users
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สถิติการใช้งานบริการลงลายมือชื่ออิเล็กทรอนิกส์ (e-Signature Service)

สถิติผู้ใช้งานระบบการจองห้องเรียน/ห้องประชุมและสถานที่ (ส่วนกลาง)

จำ�นวนหน่วยงานที่ใช้ระบบการจองห้องเรียน/ห้องประชุม และสถานที่ (ส่วนกลาง) ณ วันที่ 1 ตุลาคม 2568

ข้อมูลระหว่างวันที่ 1 ตุลาคม 2567 ถึง 30 กันยายน 2568
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จำ�นวนรายการจองในระบบห้องเรียน/ห้องประชุม และสถานที่ (ส่วนกลาง) ระหว่าง 1 ตุลาคม 2567 – 30 กันยายน 2568

สถิติการใช้งานระบบ CU-LessPaper
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สถิติประหยัดกระดาษ ระบบ CU-LessPaper ระหว่าง 1 ตุลาคม 2567 – 30 กันยายน 2568

สถิติผู้ใช้งาน ระบบ CU-LessPaper ระหว่าง 1 ตุลาคม 2567 – 30 กันยายน 2568
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ด้านบริการเทคโนโลยีสารสนเทศ
สถิติงานบริการด้านเทคโนโลยีสารสนเทศ จําแนกตามประเภทของบริการ 
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สถิติการสร้าง CUNET Account 

สถิติการใช้งานซอฟต์แวร์ Foxit Editor 

สถิติงานแก้ไขปัญหาเครื่องคอมพิวเตอร์
และอุปกรณ์ต่อพ่วง (PC Support)  

สถิติจำ�นวนการประชุมโดยใช้โปรแกรม Zoom 

เดือน จำ�นวนบัญชีที่สร้าง 
(บัญชี)

ตุลาคม 2567 174  

พฤศจิกายน 2567   578 

ธันวาคม 2567   103 

มกราคม 2568 250 

กุมภาพันธ์ 2568 485 

มีนาคม 2568 313  

เมษายน 2568 156  

พฤษภาคม 2568 162  

มิถุนายน 2568 143 

กรกฎาคม 2568 582 

สิงหาคม 2568 182  

กันยายน 2568 138  

รวม 3,266

เดือน จำ�นวนยืมผู้ใช้งาน 
(ครั้ง)

ตุลาคม 2567 1,598 

พฤศจิกายน 2567   1,673 

ธันวาคม 2567   1,648

มกราคม 2568 1,825 

กุมภาพันธ์ 2568 1,919 

มีนาคม 2568 1,907 

เมษายน 2568 2,011 

พฤษภาคม 2568 1,969 

มิถุนายน 2568 2,061 

กรกฎาคม 2568 2,098 

สิงหาคม 2568 1,557 

กันยายน 2568 2,011 

รวม 22,277

เดือน งานแก้ไขปัญหา
Incident (งาน)

ตุลาคม 2567 68  

พฤศจิกายน 2567   74  

ธันวาคม 2567   59

มกราคม 2568 75 

กุมภาพันธ์ 2568 61

มีนาคม 2568 64

เมษายน 2568 55

พฤษภาคม 2568 55

มิถุนายน 2568 71  

กรกฎาคม 2568 58 

สิงหาคม 2568 60 

กันยายน 2568 51

รวม 751

เดือน จำ�นวนการประชุม 
(ครั้ง)

ตุลาคม 2567 44,066 

พฤศจิกายน 2567   42,142 

ธันวาคม 2567   31,358 

มกราคม 2568 47,257 

กุมภาพันธ์ 2568 41,924 

มีนาคม 2568 41,703 

เมษายน 2568 40,714 

พฤษภาคม 2568 35,255 

มิถุนายน 2568 37,403 

กรกฎาคม 2568 38,874 

สิงหาคม 2568 40,326

กันยายน 2568 39,834

รวม 479,560
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สถิติการสร้าง Temp Account (บัญชีผู้ใช้ชั่วคราว) รายไตรมาส

สถิติการให้บริการ Shared Service แยกตามประเภทของบริการ

สถิติการใช้ศูนย์การเรียนรู้ด้วยตนเอง และการใช้ห้องอบรม 

ไตรมาส จำ�นวนบัญชีที่สร้าง (บัญชี)

ไตรมาสท่ี 1 (ต.ค. 67 - ธ.ค. 67)   3,000

ไตรมาสที่ 2 (ม.ค. 68 - มี.ค. 68)   3,000

ไตรมาสที่ 3 (เม.ย. 68 - มิ.ย. 68)   3,000

ไตรมาสที่ 4 (ก.ค. 68 - ก.ย. 68)   3,000

รวม 12,000

ประเภทของบริการ จำ�นวนงาน (รายการ)

Application & Software  31

Network  6

PC Support  48

งาน IT ด้านอื่น ๆ   1

งานด้านอื่น ๆ   3

รวม 89

เดือน จำ�นวนผู้ใช้งานศูนย์การ
เรียนรู้ด้วยตนเอง (คน)

จำ�นวนการจองห้องอบรม (ครั้ง) 

จุฬาพัฒน์ 13  จามจุรี 9 ชั้น 4  จุฬาพัฒน์ 13  

ตุลาคม 2567 805 20 - 

พฤศจิกายน 2567   587 11 - 

ธันวาคม 2567   204 10 - 

มกราคม 2568 217 9 - 

กุมภาพันธ์ 2568 381 8 -

มีนาคม 2568 191 12 - 

เมษายน 2568 250 9 -

พฤษภาคม 2568 346 11 - 

มิถุนายน 2568 99 12 - 

กรกฎาคม 2568 67 11 4 

สิงหาคม 2568 615 13 4 

กันยายน 2568 551 10 4 

รวม 4,313 136 12
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ด้านความมั่นคงปลอดภัยระบบเทคโนโลยีสารสนเทศ
สถิติการควบคุมการใช้งานเครือข่ายคอมพิวเตอร์ และการเฝ้าระวังเหตุการณ์ด้านความมั่นคงปลอดภัย 
ระบบเทคโนโลยีสารสนเทศ

รายงานการใช้งานระบบเครือข่าย เดือนกันยายน 2567 – ตุลาคม 2568

รายงานปริมาณการใช้งานตามประเภท Application (Total Bytes)

รายงานจำ�นวนการเชื่อมต่อตามประเภท Application (Total Connections)



66

รายงานปริมาณการใช้งานตามประเภท URL (Total Connections)
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รายงานการตรวจจับและการป้องกันการโจมตีจากระบบ

ภาพรวมการตรวจจับและป้องกันการโจมตีจากระบบในรอบปีงบประมาณ 2568
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รายงานสถิติการป้องกันการโจมตีระบบตามประเภทภัยคุกคาม (Threat)
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รายงานสถิติการป้องกันการโจมตีระบบตามประเภทภัยคุกคาม (Threat) ประเภท Spyware

รายงานสถิติการป้องกันการโจมตีระบบตามประเภทภัยคุกคาม (Threat) ประเภท Vulnerability
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ตักบาตรปีใหม่

บทที่ 6 
กิจกรรมสำ�คัญ

09 2568
มกราคม
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มหาวิทยาลัยเชียงใหม่เยี่ยมชมดูงานจุฬาฯ
10 2568

มกราคม
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อบรมการใช้งาน "ChulaGENIE"
16 2568

มกราคม
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การตรวจประเมินทบทวนมาตรฐาน ISO27001 จากผู้ตรวจประเมิน
ภายนอก28 2568

กุมภาพันธ์
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งานกีฬาบุคลากรครั้งที่ 45
14 2568

มีนาคม
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สัมมนา เรื่อง "เรียนรู้การใช้ AI บน Windows และแนวโน้มภัยคุกคาม 
ในยุค AI"21 2568

มีนาคม



ย้ายที่ตั้งสำ�นักฯ จากอาคารจามจุรี 3 มายัง อาคารจามจุรี 9 
25 2568

กรกฎาคม

76
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มหาวิทยาลัยสงขลานครินทร์เยี่ยมชมดูงานจุฬาฯ
29 2568

กรกฎาคม
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สัมมนาบุคลากรประจำ�ปีงบประมาณ พ.ศ. 2568
07 2568

สิงหาคม



79





สำ�นักบริหารเทคโนโลยีสารสนเทศ
จุฬาลงกรณ์มหาวิทยาลัย

Contact

Website

02 218 3314

www.it.chula.ac.th

Address
อาคารจามจุรี 9 ชั้น 4
254 ถนนพญาไท แขวงวังใหม่ เขตปทุมวัน กรุงเทพฯ 10330

E-mail
help@chula.ac.th

Facebook
IT.Chulalongkorn University - สบท. จุฬาฯ




