msweuss ChulaWiFi vu Windows 10

1. aan'lenou WiFi iden Network settings

ChulaWiFi
Connected, secured

Network settings

7

Airplane mode

2. iden Manage know networks

Settings
% Home Wi-Fi
Find a setting | Q On

Network & Internet ChulaWiEi

ﬁ Connected, secured

= Show available networks
I % Wi-Fi Hardware properties
¥ Ethernet @nage known networkD
@ Dial-up Wi-Fi Sense
o VPN Sign in with your Microsoft account to use Wi-Fi Sense

Wi-Fi Sense connects you to suggested Wi-Fi hotspots.
3= Airplane mode

Remember, not all Wi-Fi networks are secure.
) Mobile hotspot Learn more

3. iden ChulaWiFi na Forget


http://www.it.chula.ac.th/th/chulawifi-win10

Settings

2 Wi-Fi
Manage known networks

ChulaWiFi
(T

Properties

1. adnlenen WiFi den ChulaWiFi

ChulaWiFi
* Secured

I

Wi-Fi Airplane mode

2. aan Connect



//r; (_Zhula\{\{nFn
Secured

v/ Connect automatically

| Connect

3. i Username & Password

fﬁ (;hEJIa\A{IFI
Secured

Enter your user name and password

ifirst

OK

4. aan Connect

ﬁ ChulaWiFi

Connecting

Continue connecting?
If you expect to find ChulaWiFi in this location,
go ahead and connect. Otherwise, it may be a

different network with the same name.
Show certificate details

Cancel

WusuaSaGeuios



? madammsaueanuy manually

I3 v
winmsieudenuulnd luaunsailddise enassasmdrsawewuy Manually

1. Settings -> Wi-Fi iden Network and Sharing Center

Wi-Fi
Find a setting a2 Wi-Fi Connect to a wireless network

If you don't see the wireless netwerk
@ on :
you want, select Show available
networks, select the one you want, and
Hidden select Connect.
@ Connected, secured

Show available networks

Related settings
Hardware properties

Change adapter options
Manage known networks N N L

Random hardware addresses

Use random hardware addresses to make it harder for people to track
your location when you connect to different Wi-Fi networks. This setting
applies to new connections.

Have a question?

Usze random hardware addresses Troubleshaoting ne connection

@ off issues

Get help

Hotspot 2.0 networks
. . Make Windows better
Hotspot 2.0 networks make it more secure to connect to public Wi-Fi .
hotspots. They might be available in public places like airports, hotels, Give us feedback
and cafes.




2. aanii Set up a new connection or network

T &% <« All Cont.. » Network and Sharing Center v & Search Control Panel

View your basic network information and set up connections
Control Panel Home

View your active networks
Change adapter settings

Change advanced sharing Access type: Internet
settings Connections: [0 Ethernet

Change your networking settings

& Setup anew connection or network

Set up a broadband, dial-up, or VPN condection; or set up a router or
access point.

@ Troubleshoot problems

Diagnose and repair network problems, or get troubleshooting
informaticn.

See also
HomeGroup
Internet Options

Windows Firewall

3. aanii Manually connect to wireless network u#nan Next

o =

Choose a connection option

Connect to the Internet
Set up a broadband or dial-up connection to the Internet,

= | Set up @ new network
cam . Setup a new router or access point.

Manually connect to a wireless network

Connect to a hidden network or create a new wireless

Connect to a workplace
Set up a dial-up or VPN connection to your workplace,

s G e
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4. dieduniinih Manually connect to a network profile sinifususiwazideadail

o aieluses Network name ei ChulaWiFi  (&snustnal-dndesnsamil)
e iien Security type v WPA2-Enterprise

e ien Encryption type iu AES

e iy Next

@ 21" Manually connect to a wireless network

Enter information for the wireless network you want to add

Network name: ChulaWiFi

Security type: [WPAZ-Enterprise VJ

Encryption type: [AES v]

Security Key: Hide characters

[V] Start this connection automatically

["] Connect even if the network is not broadcasting
Warning: If you select this option, your computer's privacy might be at risk.

o) & =

[ Next ][ CancelJ

5. demnlina Change connection settings wiunlunih Wireless Networks
Properties



o] @ [

U «1!' Manually connect to a wireless network

Successfully added ChulaWiFi

< Change connection settings
Open the connection properties so that I can change the settings.

Close

6. uwh Wireless Networks Properties idon Security 1%nin Remember my
credentials for this connection each time I'm logged on



Connection [ Security )

Security type: | WPA2-Enterprise -

Encryption type: [AES v]

Choose a network authentication method:

| Microsoft: Protected EAP (PEAP) v|| settings |

[]Remember my credentials for this connection each

[ Advanced settings ]

| ok || cancl

fuAeu d11aen Remember my credentials for this connection each time I'm
34 o = o v ! A A saq Y o A a o
logged on iumstiuiinsvamiull madluasesneuiiumesnlyswiuniemain
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7. vmfunau Settings




Security type: | WPA2-Enterprise v

Encryption type: [AES v]

Choose a network authentication method:
| Microsoft: Protected EAP (PEAP) v){ settngs |

[]Remember my credentials for this connection each
#ime.I'm loaged on

[ Advanced settings ]

o )| Concel

8. uwh Protected EAP Properties linian Validate server certificate na
ilu Configure...



- =y

Protected EAP Properties e

When connecting:
([:} Validate server certiﬁcabea

| 2 Connect to these servers:

@] 24 certificate Services | -
[7] AC Raiz Certicdmara S.A. [ 4
[7] AC RAIZ DNIE

[T] AC RAIZ FNMT-RCM

(7] AC1RAIZ MTIN

[7] ACEDICOM Root

[7] acnB -

< | 1 0

| Do not prompt user to authorize new servers or trusted
certification authorities.

Select Authentication Method:

(Secured password (EAP-MSCHAP v2) v ([ configure...

Enable Fast Reconnect

Enforce Network Access Protection

[| Disconnect if server does not present cryptobinding TLV
[ |Enable Identity Privacy

o] =)

9. wiumh EAP MSCHAPV2 Properties 1nin Automatically user my Windows
logon name and password (and domain if any) u#naiu OK

r 3
EAP MSCHAPV2 Properties [

When connecting:

F Automatically use my Windows logon name and
password (and domain if any).

[ ok ]| Cancel |

10. vmdundumninih Wireless Networks Properties a1y Advanced settings



'S =

‘ChulaWiFi Wireless Network Properties =

Connection | Security

Security type: | WPA2-Enterprise -

Encryption type: [AES v]

Choose a network authentication method:
| Microsoft: Protected EAP (PEAP) v|| Settings

[ ]Remember my credentials for this connection each
time I'm loqged on

Advanced settings D

| ok || cancl

11. wh Advanced settings lfisudidonin User or computer authentication
il User authentication uinaily Save credentials #imi username/password udna OK



V| Specify authentication mode:

[ ] Delete credentials for all users

[T Enable single sign on for this network

(@) Perform immediately before user logon

(" Perform immediately after user logon

Maximum delay {(seconds): 10 L-:ti

Allow additional dialogs to be displayed during single
sign on

[ ] This network uses separate virtual LANs for machine
and user authentication

Network Authentication
Please enter user credentials

[ pSEf name

[ Password




12. adniivedyna ChulaWiFi ufnin Connect

Networks

WView Connection Settings

Airplane mode

Off

I ChulaWiFi

Connect automatically

wmndesmsliadide hideuresn Tl iniesmnmiaxte Connect automatically




13. dieeusde ldGenden

Networks

View Connection Settings

Airplane mode

Off

On

.Illl ChulaWiFi

Connected




